
TWO CHALLENGES
IN ADMINISTRATION OF THE

ACCESS TO INFORMATION ACT

Alasdair Roberts

AAuutthhoorr  NNoottee
Alasdair Roberts is an associate professor of public administration at
the Maxwell School of Citizenship and Public Affairs at Syracuse
University. Previously, he was a member of the faculty of the School of
Policy Studies at Queen’s University. Professor Roberts holds a JD
from University of Toronto Law School and an MPP and PhD in Public
Policy from Harvard University. He is on the editorial board of several
leading journals in public administration. Professor Roberts has written
extensively on access to information laws; his book on the subject, Blacked
Out: Government Secrecy in the Information Age, will be published by
Cambridge University Press in December 2005. One of his recent
articles won the Johnson Award for Best Paper in Ethics and
Accountability in the Public Sector.

115



11  TTwwoo  CChhaalllleennggeess::  AAddvveerrssaarriiaalliissmm  aanndd  SSccooppee
Canada’s Access to Information Act (ATIA) came into effect in 1983.1 The
law recognizes the right of Canadians to obtain information2 from
government institutions. It establishes the procedures that must be
followed in processing a request for information, including deadlines
for response, and enumerates the conditions under which institutions
are justified in withholding information. The law also created a new
authority, the Information Commissioner, to investigate complaints about
non-compliance with its requirements. If the Commissioner decides
that a government institution had improperly denied a request for
information but the institution continues to balk at disclosure, a remedy
can be pursued in the Federal Court of Canada.

Before adoption, it was anticipated that federal institutions might receive
about 100,000 requests for information under the ATIA every year.3This
was a substantial over-estimate of demand. Although the volume of
requests has increased by about seven percent per year, by 2004 the total
number received was still only 25,232 (Chart 1).This total comprises
several separate “information streams.” The largest stream consists of
requests from businesses, typically seeking information about inspection,
regulation and licensing activities, or about governmental procurement
of goods and services (Table 1).The “information stream” generated by
media requests is smaller and quite distinct. The plurality of these
requests seek information about policy development and research, are
more likely to receive broad public attention, and are almost always
believed by officials to pose political risks for the Government. A
similarly small but sensitive category of requests are those filed by
Opposition political parties.The volume is difficult to gauge, because
federal institutions do not distinguish such “partisan” requests in public
reports (although they do internally). Perhaps five to ten percent of all
ATIA requests are partisan, although in some institutions the proportion
can be substantially higher (Table 2).
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By adopting the ATIA, Canada put itself in the vanguard of an
international movement. Before 1982, only five other countries had
adopted similar laws; today, the total exceeds 60.4 In the intervening
years, Canada was often looked to as a model of good practice, and with
justification. Canada had taken the implementation of the law seriously,
while many other countries did not. It created special offices to manage
the inflow of requests, staffed these offices with trained professionals,
and developed formal procedures to encourage prompt processing of
requests. At the same time, the Information Commissioner provided
an easily accessible remedy in cases of maladministration. In many
respects, Canadian practice is superior to practice under the U.S.
Freedom of Information Act (FOIA), although the popular conception is
often the reverse, and also superior to emerging practice under the more
recently drafted UK FOIA.5

However, the Canadian law is not without its problems. Indeed, it
might be said to be in the vanguard in a second sense—as an illustration
of difficulties that beset a mature access regime.Two of these difficulties
have been vividly illustrated by the controversy surrounding the
Sponsorship Program. One is the problem of adversarialism in the
administration of the ATIA. Advocates of disclosure laws have
underestimated the extent to which the conflict over government
records is often precisely that—a conflict precipitated by the clash of
sharply opposed interests. Disclosure laws regulate this conflict, and
aim to change the terms of engagement in favour of non-governmental
actors; but they cannot bring an end to conflict itself. On the contrary,
experience suggests that government officials and non-governmental
actors become more adept in developing strategies that exploit or
blunt the opportunities created by the law.There is no guarantee, of
course, that the balance of forces will be preserved over time; one side
may prove more skilled at developing new strategies than the other.
Evidence suggests that federal institutions have developed techniques
for managing politically sensitive requests which now undercut basic
principles of the ATIA.
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The second difficulty with the ATIA is tangentially related to the first.
A longstanding difficulty with the ATIA has been its failure to include
many key federal institutions. For many years, the difficulty centred
on the exclusion of Crown Corporations; more recently, the problem
has extended to include government contractors and a range of 
quasi-governmental entities that perform critical public functions.
These entities have not been created with the intention of evading the
ATIA. On the other hand, the failure to include newly-created entities
under the law—and the continued resistance to demands for inclusion
of Crown Corporations—is in part a technique for resisting the
impositions of the ATIA, rationalized internally by the sense of the
unfairness of the “rules of engagement” embedded in the law. The
emphasis on so-called “alternative modes of service delivery” is unlikely
to abate, and the failure to reform the ATIA to account for these new
modes would cause the law to have ever-diminishing significance.

22  EEvviiddeennccee  ooff  AAddvveerrssaarriiaalliissmm
The ATIA was launched with great expectations about its effect on the
shape of Canadian governance. “This legislation,” predicted Justice
Minister Francis Fox in 1980, “will, over time, become one of the
cornerstones of Canadian democracy.” Fox anticipated that the law
would “bring about a very major change of thinking within government:”

Simply put, the bill reverses the present situation whereby access
to information is a matter of government discretion. Under this
legislation, access to information becomes a matter of public right,
with the burden of proof on the Government to establish that
information need not be released.6

The expectation that the ATIA could produce a “major change of
thinking” about the release of information might be said to typify the
idealists’view of what can be achieved by a disclosure law.The Commission
of Inquiry into the Sponsorship Program and Advertising Activities
investigation provides evidence that, almost a quarter century later, this
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“major change of thinking” has not occurred. On the contrary, there is
evidence that the problems of ATIA administration observed in Public
Works and Government Services Canada (PWGSC) are typical of a
government-wide pattern of resistance to the requirements of the ATIA.

2.1
Procedures for Sensitive Requests

One mode of resistance has been the development of sophisticated
procedures within federal institutions for managing politically sensitive
requests for information. These practices have been described by
Ontario’s Information Commissioner (who has witnessed the emergence
of similar practices within provincial government) as “contentious issues
management” procedures.7 These procedures are not easily observed;
indeed, for many years their existence was not widely known outside
government.Yet they clearly have a significant effect in defining what
the “right to information” means in practice. Elsewhere, I have argued
that they constitute part of a “hidden law” on access to information.8

Within PWGSC, the practice of isolating sensitive requests was highly
routinized, and described in a flow chart for the aid of departmental
staff. (The flow chart for the most sensitive requests, presented in
evidence to the Commission, is reproduced in Chart 2.) Every week,
a list of newly received ATIA requests would be sent to the Minister’s
office and the Department’s Communications Branch. In a weekly
meeting, ministerial aides and communications staff would meet with
ATIA staff to review the list and identify “interesting” requests.9 An
“interesting” request was “one where media attention had been paid to
the issue or there is a potential for the Minister to be asked questions
before the House [of Commons].”10 Requests from journalists or
Opposition parties were routinely classified as “interesting.”11

“Interesting” requests were tagged electronically in the tracking system
used to manage the workflow of the ATIA office.12 This made it easier
to generate lists of sensitive requests for oversight at a later date.
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Especially interesting requests required special handling by
communications staff, whose task was to prepare a media strategy to
anticipate difficulties following disclosure of information, and also
review by ministerial staff before release. “We lost control…of the
process once Communications had it in their process,” the Department’s
ATIA Coordinator,Anita Lloyd, told the Commission:

[O]nce [the ATIA office] has completed the processing of the file
we would send a package to Communications Branch…. [T]hen
they would circulate it to the [office whose documents had been
requested] for media lines, or approval of media lines they had
prepared.They would then circulate it to the deputy’s office and
the Minister’s Office.When that was done we would get a coversheet
back—it was a coversheet for their media lines—and that would
be our notification that we could make the release.13

This process of review often produced significant delays in responding to
requests: “Often we found that it would take about 20 days before we
finally got the signoff from the Minister’s Office so that we can make a release.”14

These procedures are not unique to PWGSC. Documents released in
response to ATIA requests filed with other government departments
in 2003 show that several major federal institutions have adopted
essentially the same routines. In Citizenship and Immigration Canada
(CIC), for example, the ATIA office conducted (at the time the
documents were released) a “risk assessment” of incoming requests to
identify those that might be used “in a public setting to attack the
Minister or the Department.”There was a presumption of sensitivity
for requests filed by journalists and representatives of Opposition
parties.A weekly inventory of such requests was prepared for review
by ministerial and communications staff. Especially problematic requests
were “amberlighted,” a designation which triggered the production of
a communications strategy and final review by ministerial staff.
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Other departments also use the “amberlight” designation. In the Privy
Council Office (PCO), for example, these especially difficult cases are
known as “red files.” According to the procedures manual for PCO’s
ATIA office:

Approximately once a week the [Office of the Prime Minister] is
provided with a list of newly received requests. If they wish to see
the release package of any requests they notify the [ATIA]
Coordinator who passes on the information to the officer handling
the request.

A check of PCO’s caseload in October 2003 suggested that about one-
third of its caseload had been tagged as “red files;” the majority of these
were requests made by journalists or political parties.15

These institution-specific routines are complemented by government-
wide oversight practices. PWGSC operates, on behalf of the Treasury
Board Secretariat (TBS), a government-wide database known as the
Coordination of Access to Information Requests System (CAIRS).TBS
policy requires that institutions enter information about incoming
ATIA requests into CAIRS within one day of receipt. The data on
incoming requests that is entered into CAIRS again includes the
occupational code—such as “Media” or “Parliament”—of the requester.
ATIA offices in all federal institutions are able to search the CAIRS
database by several criteria, including occupation of requester.16 Evidence
suggests that the search capacity of the software is used principally by
the Treasury Board Secretariat and the Privy Council Office.17

CAIRS has been described as a tool to “facilitate the coordination of
responding to requests with common themes” by federal institutions.
However, reports generated from CAIRS might also be used by
communications staff within PCO to guide their own oversight of
politically sensitive requests. In 2002, a former director of research for
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the Liberal Party caucus complained that the PCO’s “Communications
Co-ordination Group” (CCG) had become:

[an] egregious example of bureaucratic politicization…. The
CCG…is made up of the top Liberal functionaries from ministers’
personal staff, along with several of the PMO senior staff, and the
top communications bureaucrats from the supposedly non-partisan
Privy Council Office….While the CCG’s mandate is supposedly
to ‘co-ordinate’ the Government message, in practice much of the
committee’s time each week is taken up discussing ways to delay
or thwart access-to-information requests.18

A senior PCO official conceded in a 2003 Toronto Star report that PCO
communications staff actively manage the Government’s response to
sensitive requests received throughout government, to ensure that “the
department releasing the information is prepared to essentially handle
any fallout.”19 For example, PCO communications staff insisted on
reviewing responses to requests relating to the “grants and contributions”
scandal of 2000.20 “When Privy Council Office says they want to see a
release package,” a communications officer explained in an internal email
released by Citizenship and Immigration Canada in 2003, “I am not at
liberty to do anything but what they ask.” The head of CIC’s ATIA office
agreed: “A request from PCO Comm is essentially a ‘do it’ for CIC.”21

The problem of delay caused by the special procedures for sensitive
requests noted in the testimony of Anita Lloyd appears to be
commonplace across government. An econometric study of processing
time for 2,120 requests completed by Human Resources and
Development Canada (HRDC) over three years (1999 to 2001) found
that media and partisan requests took an additional three weeks for
processing, even after other variables such as the size of the request and
type of information requested were taken into account.The probability
that processing times would exceed statutory deadlines also increased

122 VOLUME 2: THE PUBLIC SERVICE AND TRANSPARENCY



for media and party requests.22 A subsequent and larger study of
processing patterns for 25,806 ATIA requests completed by eight
federal institutions between 2000 and 2002 found similar delays for
media or party requests in six of these institutions. In Citizenship and
Immigration Canada, for example, media requests required an additional
48 days of processing time, and party requests an additional 34 days.
Again, the processing times for such requests were also more likely to
exceed statutory response times.23

Such delays suggest that a basic principle of the ATIA is widely and
routinely flouted by federal institutions. The ATIA is supposed to
respect the rule of equal treatment: a presumption that requests for
information will be treated similarly, without regard to the profession
of the requester or the purpose for which the information is sought.
“The overriding principle,” argue McNairn and Woodbury, is “that the
purpose for which information is sought is irrelevant.”24 The 2002 Report
of the ATIA Review Task Force made the same point:

Coordinators, or other officials with delegated authority, are
administrative decision-makers when they decide on a right
conferred by the Act…. [T]heir decision has to be made fairly and
without bias. Neither decisions on disclosure nor decisions on the
timing of disclosure may be influenced by the identity or profession
of the requester, any previous interactions with the requester, or
the intended or potential use of the information.25

A TBS study completed in 2001 also emphasizes that, “It would be a
substantial change in the principles of the Act to make the identity of
the requester or the purpose of the request a relevant consideration”
in processing requests for information.26 Yet, as a matter of practice,
it is clear that the profession of the requester and the purpose for
which information is sought are relevant considerations. There is an
operating presumption that media and party requests should be regarded
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as sensitive and subjected to distinct procedures that often lead to
lengthened processing time and a decreased probability of response within
statutory deadlines.

Whether these requests are also prone to less fulsome disclosure
decisions is more difficult to determine. There is no neat way of
undertaking a statistical analysis of this question.The key issue is not
whether a Minister’s Office uses the final stage of the process—the review
of the proposed disclosure package—as an opportunity to push for more
restrictive disclosure decisions.The deeper problem may be that the
whole process may be permeated with an awareness that the Minister’s
Office has a special interest in the file. The office which holds the
records—perhaps led by a civil servant four or five levels below the
Deputy Minister—is told within days of a request’s arrival that it is
regarded as sensitive by ministerial staff. Over the next months,
frontline officials and the ATIA office may engage repeatedly with
communications staff, who may themselves raise questions about the
boundaries of disclosure. It would be surprising if ministerial concerns
had not been fully anticipated well before the disclosure package went
to the Minister’s Office for final review.

2.2
Disclosure of Identities 

In addition to these “contentious issues management procedures,” there
are other ways in which officials attempt to manage the political risks
posed by ATIA requests. For example, they may attempt to learn more
about the dimensions of the risk by gleaning information about the
individual or group that made the request. In testimony before the
Commission, Isabelle Roy stated that she had, as a public servant
working within PWGSC’s Communication Coordination Services
Branch, learned the identity of a journalist (Daniel Leblanc, of the Globe
and Mail) who had filed requests for information regarding the
Sponsorship Program.27
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Such a disclosure is regarded as a violation of the principles of the Privacy
Act, but it is not unusual for ATIA offices to face pressure to reveal the
identity of individuals or groups filing sensitive requests. In May 2000,
the Information Commissioner reported that the ATIA office of the
Department of National Defence had routinely provided the names of
media or party requesters to ministerial staff, in violation of privacy
principles.Another of the Commissioner’s ongoing investigations in 2000
centred on an allegation that the identity of a requester had been
improperly disclosed within the PCO.28 A year later, senior officials
attempted to persuade the Access to Information Act Review Task Force
that “true transparency” would allow the disclosure of requesters’
names within government departments.29

In 2001, the Information Commissioner recommended a statutory
amendment that would affirm the obligation of ATIA staff to maintain
the confidentiality of the names of requesters.30 However, the question
of confidentiality may not hinge on the disclosure of names alone.
Even when names are not revealed, it may be possible for identities to
be inferred as a result of the practice of distributing the occupation of
the requester.The number of journalists who actively use the ATIA is
small, and the number who report on specific topics is smaller still. It
is probably easy for an experienced communications officer to guess
the identity of the journalist who has made a particular request if the
occupation of the requester is made clear.The routine dissemination
of occupational details across government may therefore result in a
constructive violation of privacy. Government officials sometimes
invoke this kind of argument to justify the withholding of information
under the ATIA on privacy grounds. It is known as the “mosaic effect:”
“a term used to describe the situation where seemingly innocuous
information is linked with other (publicly available) information to yield
information that is not innocuous.”31
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2.3
Pressure on ATIA Officials

Concern about the political damage that may be done by disclosure of
official records may also drive officials to put other sorts of pressure on
ATIA officials. During the Commission’s hearings, evidence was given
of the attempt by officials within PWGSC to persuade ATIA staff that
Mr. Leblanc’s request should be interpreted restrictively or, later, that
ATIA staff should attempt to lead Mr. Leblanc into accepting a narrower
definition of his ATIA request that would exclude especially sensitive
information about the Sponsorship Program. Senior officials were
attempting, as Anita Lloyd said, to “manage the issue,” but these efforts
struck Ms. Lloyd and other ATIA staff as unethical. “There were quite a
few meetings on this,” said Ms.Lloyd,who consulted a lawyer three times
for advice on how to respond to the internal pressures. Ms. Lloyd called
the circumstances unprecedented in her years in ATIA administration.32

It is difficult for observers outside government to know how intense
the pressure on ATIA professionals may become, but there is no doubt
that ATIA staff are subject to continuing pressure from other officials
to adopt restrictive understandings of an institution’s obligations under
the law. Only a few years after the law’s adoption, a TBS survey found
that many ATIA coordinators felt significant cross-pressures between
their obligations under the law and career considerations within their
department.33 Another study found that coordinators were the “meat
in the sandwich” of the ATIA system.34 More recent studies show that
these cross-pressures continue to operate. In 2002, an internal task force
appointed to review the ATIA reported that it had a “number of very
frank discussions” in which coordinators “talked about the stress involved
in dealing with sensitive files and difficult requests.”35 Some coordinators
“deplored a perceived lack of accountability for compliance with the Act
in some program areas and perceived lack of commitment to the spirit
of the Act by some managers at all levels, including senior management.”36
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2.4
Problems in Record-keeping  

The political risks posed by ATIA may also be managed by manipulating
the stock of government records itself. Evidence presented before the
Commission has illustrated two ways in which this might be done.The
first is by the decision not to record potentially controversial information
at all. “We kept minimum information on the file,” Mr. Charles Guité
told the Standing Committee on Public Accounts in April 2004, while
testifying on the evolution of the Sponsorship Program, “in case of an
access to information request.” The metaphor employed to rationalize
this decision was telling:

[T]here was a discussion around the table during the referendum
year, 1994-95, when I worked very closely with the FPRO and the
Privy Council….We sat around the table as a committee and made
the decision that the less we have on file, the better.The reason for
that was in case somebody made an access to information request.
I think, as I said back in 2002, a good general doesn’t give his plans of
attack to the opposition.37

Later, PWGSC officials developed another tactic to deal with ATIA
requests regarding the Sponsorship Program. A set of expenditure
guidelines were drafted with the expectation that they would be released
to requesters and encourage an impression of bureaucratic regularity
within the Program.The guidelines did not have operational significance;
rather, they had “cosmetic values and purposes.”38

Concern that the ATIA has caused deterioration in the quality of record-
keeping within federal institutions is not new. Indeed, Canada’s
Information Commissioner has argued that the “troubling shift…to an
oral culture” within senior levels of the public service constitutes one
of the main challenges to the effectiveness of the ATIA.39 It should be
said, however, that the dimensions and causes of the problem are not
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well established. Research on changes in record-keeping since the
adoption of the ATIA is not extensive, and the conclusions that are drawn
about the effect of disclosure requirements are mixed.40 Factors other
than the ATIA have also played an important role in the decline of 
record-keeping—such as cutbacks in administrative budgets and the
general decline in the formality of decision-making which has been
evidenced in some advanced democracies.41 The effect of new
information technologies—such as email and electronic database
capabilities—may actually be to substantially broaden the size of the
“official record.”42

It is also difficult to know what might be done to remedy a decline in
proper record-keeping.The Information Commissioner has suggested
the need for legislation that would create “a duty to create such records
as are necessary to document, adequately and properly, Government’s
functions, policies, decisions, procedures, and transactions.”43 Many
jurisdictions already acknowledge narrowly-bounded “duties to
document”—for example, by requiring the creation of records that
describe a department’s organization, the expenditure of public 
funds, or reasons for official decisions. As Canadian officials have
noted, however, a more general duty encompassing, for example, a
duty to describe internal policy deliberations, would be difficult 
to enforce.44

The more serious problem of destruction or manipulation of
government records in an effort to subvert disclosure requirements
appears to be less common, but not unknown, in Canada.A decade ago,
investigations concluded that officials had destroyed tape recordings and
transcripts of meetings in which public servants debated how to manage
threats to public safety posed by contamination of the blood supply by
HIV and Hepatitis C, a few days after receiving an ATIA request for
the records.45 In 1997, the Commission of Inquiry into the Deployment
of Canadian Forces to Somalia concluded that National Defence officials 
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had altered and attempted to destroy documents relating to the
misconduct of Canadian Forces in Somalia, documents which had been
sought by journalists under the ATIA and by the Inquiry itself.46 In 1998,
Parliament amended the ATIA to make it an offence for officials to
destroy, falsify or conceal a record, or “make a false record,” in an
effort to deny a right of access under the ATIA.47

33  RReeaassoonnss  ffoorr  AAddvveerrssaarriiaalliissmm
The problems in administration of the Access to Information Act (ATIA) which
have been evidenced during the controversy over the Sponsorship
Program are not sui generis. Rather, they are particular manifestations of
more general problems in ATIA administration. These more general
problems have arisen as federal officials have attempted to find ways of
minimizing what I have elsewhere called the “disruptive potential” of the
ATIA. In deploying these various tactics for dealing with the political risks
posed by the ATIA—special procedures,pressure to disclose requesters’
identities,more general pressure on ATIA coordinators,or manipulation
of the official record—officials have evinced an adversarial attitude
toward the law.They have regarded the law as a threat which must be
resisted or managed. In this section, I wish to make the point that this
attitude of adversarialism can be, and is, rationalized by federal officials.
That is, there are reasons which are evoked to justify this attitude towards
the law, some of which have merit, and all of which must be understood
if we wish to make the law work effectively in practice.

3.1
The Nature of Parliamentary Politics

One obvious defence of adversarialism rests in the nature of
parliamentary politics. Partisan requests are often filed with the hope
that they may produce information that will compromise the
Government’s political position; similarly, stories generated by media
inquiries may be used by Opposition parties for the same purpose.
Ministers and their staff naturally argue that it is unfair to deny them
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the opportunity to anticipate how they may be called to account in
Parliament and other fora.

“What we are talking about is power—political power,” said Joe Clark,
then leader of the Opposition Conservatives, in 1978.48 Clark made
the observation as part of an argument in favour of broader dissemination
of information—and thus of political influence—but the statement
nevertheless conveys the hard realities that underlie the day-to-day
administration of the ATIA.The same sentiment was conveyed in the
1977 Green Paper on Public Access to Government Documents.
Secrecy, the discussion paper said, was partly rooted in the adversarial
nature of party politics:

Many of our social institutions proceed on an adversarial basis. Our
court system, for example, is based on the belief that justice will
be served by the clash of advocates presenting their case as strongly
as possible. So, too, our political system is an adversarial process,
based on the belief that the public interest will be served by both
government and opposition parties presenting their views to public
judgment as ably as they can. The effectiveness of this advocacy
depends, at least to some extent, on the ability of parties to concert
their plans in confidential discussions. Government and opposition are
a little like football teams who, in the huddle, prepare their action
out of earshot.49

Whether the metaphor is drawn from sports or (as in the case of 
Mr. Guité’s testimony before the Public Accounts Committee) the
military, the inference is the same: The law is being used by actors
whose aims are hostile to the Government, and a strong defence is
consequently justified.
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3.2
Changes in Use of the Law 

A second factor which may aggravate adversarialism is the rise in
number and sophistication of sensitive ATIA requests.An ATIA official
engaged in the overhaul of CIC’s procedures for managing politically
sensitive requests observed in an internal email in 2002 that:

[ATIA] requests are more probing than they used to be.There are
many more of them and their requests frequently involve far more,
and more sensitive, records. The result is that ATI is much more
complex than it was 10 years ago—more challenging for us and
more threatening for government-side politicians.50

From the point of view of Government as a whole, this observation is
probably correct. It is difficult to measure the growth of partisan
requests because these data are not publicly reported. However, it is
undoubtedly true that the number of media requests has grown. In its
last five years (FY1989 to FY1993), the Conservative Government
received a total of 4,823 requests from journalists; in contrast, the Liberal
Government received 12,535 media requests in the five years ending
in FY2004.51 Furthermore, there is anecdotal evidence that journalists
(and perhaps other requesters) have developed better understanding
of bureaucratic routines and the law, enabling them to make more
precise and less easily evaded requests. It may also be the case that
partisans and journalists are more likely to “swarm” a department with
ATIA requests once the department is affected by controversy, causing
a quick surge in politically sensitive requests. For example, Human
Resources and Development Canada (HRDC) saw the number of ATIA
requests from journalists alone jump from 36 in 1999 to 199 the next
year, following the “grants and contributions” controversy.
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3.3
More Complex Governing Environment

Resistance to the requirements of the ATIA is also driven by broader
concerns about the erosion of government’s ability to govern effectively.
This concern about the decline of “governability” is not entirely new
or limited to Canadian policymakers.52 However, there are several
reasons why concern for “governability”has increased over the last decade.
On one hand, policymakers perceive a decline in authority that is tied
to processes of globalization and tighter fiscal constraints. On the other
hand,policymakers observe a surrounding environment that seems more
complex and turbulent. In most advanced democracies, the number of
interest groups has expanded, and so too have the number of external
checks (such as auditors, commissioners and ombudsmen) with
authority to scrutinize the work of government.

In Canada, Professor Donald Savoie has observed that senior civil
servants “have been confronting a work environment analogous to a
perfect storm.They might as well be working in a glass house, given
access-to-information legislation, several oversight bodies policing
their work, and more aggressive media.”53 A similar anxiety was
expressed in a 1996 Organization for Economic Co-operation and
Development (OECD) report, which observed that governments faced
“intense pressure from citizens, transmitted or provoked by the media,
and demanding rapid responses.” Mechanisms for improving
responsiveness—“policies of consultation with the public, freedom of
information, and transparency”—could be abused, the OECD report
suggested, blocking constructive governmental action. The report
concluded that it was important to resist “excessive pressure” from the
media and pressure groups: Governments needed “to pursue more active
communication policies, to keep control of their agendas and not just
react passively to the pressure of events.”54
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For those concerned with the decline of “governability,” the changing
role of the media is often a matter of special concern.The structure of
the media has clearly changed.Traditional outlets have been undercut
by new technologies, so that there are now more potential outlets for
news, competing against each other in an accelerated news cycle.We
live in the Blackberry age, and this naturally fuels official anxiety about
the loss of control over information flows. Added to these structural
changes is a perceived decline in the attitude of the media towards
governmental authority. In this view, as the Archbishop of Canterbury
has recently argued, journalists too often begin by assuming that:

[T]he question to ask almost anyone…is the immortal:“Why is this
bastard lying to me?”…[T]he effect is to treat every kind of reticence
as malign…. Exposing what is for any reason concealed becomes
an end in itself, because the underlying reason for all concealment
is bound to be corrupt and mystificatory.… [Politics is] reduced
to a battleground where information is dragged out of reluctant
and secretive powerholders.55

In Canada, this general concern about “governability” is heightened by
the ongoing concern about constitutional issues.This is evidenced in
the Sponsorship Program controversy itself: Mr. Guité recalled that he
and other officials had made their decision to avoid record-keeping
“during the referendum year, 1994-95,”56 when the threat to national
unity seemed especially sharp.This concern was not new or peculiar
to the Liberal Government. Between 1991 and 1993, the Conservative
Government attempted to resist the release of public opinion polls on
constitutional matters to journalists by arguing that disclosure could
undermine “the very existence of the country as we have known it.”
The Federal Court of Canada ruled in favour of the journalists.57
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3.4
Perceptions of Unfairness

A final argument that is invoked to justify official adversarialism is a
sense that the law itself is unfair in its design, by failing to block requests
which serve no legitimate interest or which draw excessively on public
resources. It is indeed the case that disclosure laws, like any other
laws, may be abused. In rare cases, officials may be subjected to requests
for information whose aim is not to obtain information essential for
the pursuit of some important purpose, but rather to harass government
workers and obstruct government operations. Such requests are
uncommon, a committee of senior officials told the ATIA Review Task
Force in 2001, but “give access a bad name.”58 The ATIA does not give
federal institutions explicit authority to disregard such requests, as do
some provincial laws. Ontario’s Freedom of Information and Protection of
Privacy Act, for example, denies the right to information if “the head [of
an institution] is of the opinion on reasonable grounds that the request
for access is frivolous or vexatious.”59

More often, a request may serve a legitimate purpose but nonetheless
draw disproportionately on public resources.The cost of processing a
single ATIA request is not negligible. In 2000, a Treasury Board
Secretariat study concluded that the annual cost of administering the
ATIA was $24.9 million, or about $1,740 for each information request
received that year.60 An individual may activate a request by paying only
five dollars; certain additional fees may eventually be payable, but these
will reflect only a fraction of the total cost of processing the request.
There is, it must be made clear, a strong case for public subsidization
of the ATIA system. However, many officials believe that the subsidy
is too lavish, or inappropriately designed, and that requesters are not
adequately deterred from making “broad, unfocussed requests and
fishing expeditions.”61 This also undermines respect for the law.

134 VOLUME 2: THE PUBLIC SERVICE AND TRANSPARENCY



44 RReessppoonnddiinngg  ttoo  AAddvveerrssaarriiaalliissmm
In canvassing these defences of adversarialism, I have not meant to suggest
that they are necessarily complete or persuasive. These complaints
must be weighed against compelling arguments in favour of transparency,
and do not justify sub rosa practices which have the effect of undercutting
rights granted by the Access to Information Act (ATIA) itself. Nevertheless,
it is important to recognize that the arguments deployed by officials in
defence of current practices are substantial; this implies that the practices
themselves are unlikely to be easily changed.

4.1
A Realist’s View of the ATIA

This suggests the need for a more realistic perspective about the role
of the law. Disclosure laws like the ATIA have often been promoted by
policymakers as tools for overturning the “culture of secrecy” within
governments, putting in its place a “culture of openness”—a culture,
as Australian High Court Justice Michael Kirby said in 1997, “which
asks not why should the individual have the information sought, but rather
why the individual should not.”62 Earlier, I called this the idealist’s view
of disclosure law. It is a widely held view. Shortly after adoption of the
Irish Freedom of Information Act (FOIA) in 1997, for example, Information
Commissioner Kevin Murphy observed:

[The law] has been variously described as heralding “the end of the
culture of public service secrecy” and as a “radical departure” into
a brave new world of public service openness and transparency. I
know that media people…may view such a statement as nothing
more than hyperbole; nevertheless, it is a fact that the enactment
of the FOI Act does mark a radical departure from one style or culture
of public service to another.63
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The British FOIA adopted in 2000 has also been promoted as a tool to
break down the “traditional culture of secrecy” and construct “a new
culture of openness.”64

In practice, however, the “culture of openness” has proved elusive.The
40th anniversary of the American FOIA, in 2006, will not be marked by
a celebration of culture change, but by continued controversy over the
Bush administration’s efforts to narrow its obligations under the law.65

Nor is there evidence of profound shifts in bureaucratic culture in
Commonwealth jurisdictions that adopted similar laws in the late 1970s
and early 1980s. In May 2005, Information Commissioner John Reid
marked the completion of his term by lamenting the “stubborn persistence
of a culture of secrecy” within the Canadian Government.66 In 2002, the
Government’s own Access to Information Task Force reached a similar
conclusion about the durability of old values in federal institutions.67

This is not to say that disclosure laws have failed as tools for obtaining
information that is held by government institutions. On the contrary,
government departments have often been compelled to disclose sensitive
information to journalists, Opposition parties or non-governmental
organizations which might never have been accessible previously. In many
cases, institutions have developed new procedures for routine disclosure
of information that is frequently requested under the law. Governments
have become more open, but this does not mean that they have acquired
a “culture of openness.” It means only that the rules that govern the conflict
over information have shifted in favour of openness, and that government
officials (as a rule) recognize their ultimate obligation to submit to the
rule of law.

If a “culture of secrecy” persists after two decades, what should we do
about it?  One approach, favoured in the recent report of the ATI Task
Force, is a renewed effort to create a “culture of access.”68 Another and
perhaps more realistic view is one that recognizes that the “culture of
openness” is probably unattainable. In certain areas, conflict over
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information will persist—and may actually intensify, either because of
changes in the broader governance context or simply because the
protagonists have become more adept in using the law and developing
techniques to blunt its impact.The aim of reform in this case is not to
change organizational culture, or to deny the reality of conflict, but to
construct rules of engagement that are transparent, perceived as fair,
and appropriately enforced.

4.2
Transparent Procedures for Sensitive Requests

By these standards, one clear area for reform relates to the special
procedures for sensitive requests that have been established by PWGSC
and several other departments. Here, a basic principle of transparency
is not respected. Institutions rely on rules for handling ATIA requests,
rules which clearly affect the substance of an individual’s access rights
but are generally hidden from public view. It should not require a
public inquiry, or an ATIA request, to determine what these rules are.
It ought to be standard procedure for each institution to publish its
internal procedures for handling requests, including any procedures for
special treatment of sensitive requests, on the institution’s website.The
published procedures should be complete—an institution should not
be permitted to rely on additional, non-public processing rules.

There is also a problem of unfairness in the current design of ATIA
procedures in major institutions, which routinely segregate partisan and
media requests for processing under distinct rules that produce less
favourable outcomes to those requesters (at least by the measure of
response time, which is often critically important to media and partisan
requesters). It may well be the case that institutions are entitled to
anticipate the consequences of disclosure, but there is nothing in the
law that permits institutions to achieve this goal by undermining the
principle of equal treatment.
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The challenge lies in deciding how practices should be redesigned to
ensure that the principle of equal treatment is respected. It is
unreasonable to suggest that institutions should simply forgo anticipating
the communications implications of sensitive ATIA requests.The task,
therefore, is to find ways of ensuring that this work does not undercut
the right to access. One approach is to encourage the Information
Commissioner to monitor the handling of sensitive requests as a class,
but this is contingent on proper resourcing of the Commissioner’s
office, as I note below. Another approach would be to make use of special
procedures contingent on notice to the requester.This is not an onerous
requirement—it could be noted in the request acknowledgment or
extension letter, and puts the requester on notice to watch for undue
delays that might be attributed to special handling.

4.3
Protecting Identities

Fairness in the handling of ATIA requests also requires stronger rules
to ensure that the privacy rights of individuals requesting information
are protected. In practice, it is difficult to detect instances in which privacy
rights have been violated. One method of discouraging pressure to
disclose identities might be to include a provision in the ATIA stating
that such disclosures are generally inappropriate. The Information
Commissioner recommended the adoption of such language in 2001.69

As I noted earlier, however, the routine of disclosing a requester’s
occupation (for example, as a media requester) could also lead to a
constructive violation of privacy.The practice of classifying requests by
source was originally intended to improve public understanding of how
the ATIA is used, and there is still a strong argument for requiring ATIA
offices to classify requests for this purpose. But any purpose that might
be served by circulating this information elsewhere within an institution—
or across government generally—may be outweighed by privacy risks.

138 VOLUME 2: THE PUBLIC SERVICE AND TRANSPARENCY



It must be conceded that a bar on the circulation of occupational
information has its own limitations. Suppose, for example, that an
ATIA officer conducting a “risk assessment” of an incoming request
continued to assume that media and partisan requests were
presumptively sensitive.The designation of a request as sensitive would
therefore be a flag that an incoming request might come from these
sources. However, the risk to privacy is diluted in this case; the class
of potential requesters is larger, not only because media and partisan
requests are mixed, but also because sensitive requests could come from
other sources.

4.4
Autonomy of Coordinators

A major difficulty with ensuring fair enforcement of ATIA requirements
is that so much of the process takes place away from public view.
Requesters cannot see what is being done within an institution, and the
Information Commissioner also lacks the resources to track institutional
behaviour closely. In practice, the ATIA coordinator plays a key role in
ensuring that the rules of the game are followed.

Two steps can be taken to strengthen the understanding that the ATIA
Coordinator acts as a guardian of good process. One step, first
recommended by the Commons Standing Committee on Justice in 1987,
would be to give the role of ATIA Coordinator explicit recognition in
the ATIA itself.70 This recommendation has been endorsed more recently
by the Information Commissioner.The aim of this proposal is not to
make the Coordinator an advocate of the requester’s interests; rather,
it would be a formal recognition of the Coordinator’s responsibility (in
the Commissioner’s proposed language) “to respect the letter and
purpose of this Act, and to discharge this duty fairly and impartially.”71

Having said this, there is much to be said for a second step: the formal
recognition of a duty to assist individuals who seek to exercise their
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rights under the ATIA.This is not a radical innovation; a “duty to assist”
is included in British Columbia72 and Alberta73 law, as well as the new
United Kingdom FOIA.74 British Columbia’s law says that institutions
“must make every reasonable effort to assist applicants and to respond
to each applicant openly, accurately and completely.” Federal ATIA
coordinators recognize this principle in practice, but statutory language
might help to bolster the position of coordinators in cases where they
face inappropriate pressure from other parts of their institution.

4.5
Funding of the Commissioner

Steps should also be taken to modify the method of funding the Information
Commissioner’s office. Currently, the budget for the Commissioner’s
office is determined by Treasury Board—a Cabinet committee—after
representations by the Commissioner’s office. This creates an obvious
conflict of interest; a Cabinet that is indifferent to the aims of the ATIA
can simultaneously flout the law and undercut the Commissioner’s ability
to investigate the complaints that arise from its indifference.

This may not be a hypothetical concern. In the early 1990s, cutbacks
to administrative budgets within many federal institutions caused
widespread problems of delay in responding to ATIA requests, which
generated a dramatic spike in the number of complaints about
noncompliance to the Information Commissioner’s office (Chart 3).
However the Commissioner’s own budget was essentially frozen for
five years; as average caseloads increased, so too did the time required
for resolving complaints.75 The Commissioner’s eventual effort to use
his formal investigative powers to prod senior managers into addressing
systemic delays led to a serious deterioration in working relationships
between his office and the highest levels of the federal bureaucracy.76

Although the delay crisis of the 1990s has now receded, the caseload
of the Commissioner’s office remains at a historically high level.The

140 VOLUME 2: THE PUBLIC SERVICE AND TRANSPARENCY



Commissioner recently reported to the House Committee on Access to
Information,Privacy and Ethics that his office suffers a “crisis of underfunding:”

The backlog of incomplete investigations is now at a level which
would take all my 23 investigators a full year to dispose of.… Last
year, the average time it took to complete an investigation was some
nine months—at least six months longer than is reasonably
acceptable. The reason is insufficient resources. Every internal
efficiency gain has been exploited.We simply do not have enough
investigators to do a labour intensive job.As well, my office has no
research, policy, training, public education, or communications
staff.These we sacrificed as part of the internal search for resources
to put towards investigations.77

This shortfall in funding undermines the Commissioner’s ability to
monitor the ATIA system as a whole, perhaps by undertaking special
government-wide studies of problematic practices. An alternative
funding model is already being considered for the office of the Ethics
Commissioner. Under this approach, the Ethics Commissioner will
propose a budget to the Speaker of the House of Commons; after
review, the budget will be forwarded to Treasury Board to be included,
without modification, in the Government’s spending proposals.78 In
May 2005, the Committee on Access to Information, Privacy and
Ethics endorsed a comparable reform of the funding mechanism for
the Information Commissioner and other officers of Parliament.79

4.6
Appointment of the Commissioner

Other reforms could also be undertaken as part of an effort to establish
an access regime that is generally regarded as fair. One is a reform in
the manner by which Information Commissioners are appointed. If the
process of requesting information is, in many instances, adversarial, it
is important that the Commissioner be universally regarded as a person
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who is able to serve as a truly independent arbiter.The current method
of appointment—by Order in Council, subject to approval of the
appointment by resolution of both Houses of Parliament—does not do
this. It gives too much discretion to the Government of the day and tends,
as a matter of practice, to undermine popular respect for the law.80

This was demonstrated in 1998, when the Government made plans to
replace outgoing Commissioner John Grace. Initially it was rumored
that the Chrétien Government intended to propose a former Deputy
Minister of Justice, an idea which was sharply criticized in the press.
Eventually, the Government proposed another former Deputy Minister,
Mary Gusella, but Ms. Gusella withdrew her name after protests from
former Commissioner Grace,81 editorialists and Opposition legislators.
Government and Opposition leaders eventually agreed on John Reid
as an agreeable alternative, but the process by which this agreement
was reached lacked transparency and was challenged by non-
governmental groups.The lingering effect of the controversy was to
undermine the legitimacy of the office itself.

There are better alternatives. One model, used in some jurisdictions
for appointment of judges, is to establish an independent committee
to consider nominations and propose a short list of acceptable candidates.
Such a committee might include cross-party and other non-
governmental representatives, and perhaps also some provincial
Information Commissioners.The committee might solicit applications
or simply provide advice in confidence about proposed candidates.There
are many different ways in which such a body might work—all of
which would result in decisions that are manifestly fairer than those
produced by the status quo.
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4.7
Stronger Administrative Controls

A well-functioning law also depends on a perception within federal
institutions that the rules of the game are fair. Respect for the law—
and therefore compliance with its requirements—might also be
enhanced by providing protections against clear abuses of the law.A bar
on “frivolous and vexatious” requests, comparable to the provision
already established in Ontario law, ought to be included in the ATIA as
well. A modest increase in the application and other fees—perhaps
countering the effect of 20 years’ inflation—might also serve as a
reasonable check against otherwise costly ATIA requests.There is also
an argument to be made for limits on requests which impose an
extraordinary burden on federal institutions.82

The controversy surrounding the Sponsorship Program does not directly
involve problems of frivolous, vexatious or voluminous requests.
However, it may be that the indifference to statutory requirements which
is manifested in the controversy is rationalized on the grounds that the
law itself does not balance competing considerations properly, and to
the extent that reasonable administrative controls help to improve the
perceived reasonableness of the statute, they might help to avoid similar
problems of official resistance in the future.

55 TThhee  SSccooppee  ooff  tthhee  LLaaww
An obvious limitation of any disclosure law is its inability to assure a
right to information held by institutions that are not subject to the law.
This constraint appeared to operate during the Sponsorship Program
controversy, which touched entities—such the Canada Post
Corporation, VIA Rail Canada and the Old Port of Montreal—not
covered by the Access to Information Act (ATIA). In fact, one of the
longstanding weaknesses of the ATIA has been its restrictive approach
to coverage of institutions in which the federal government has an
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interest. This weakness has been aggravated over the past decade as 
the Government has experimented with several new modes of
“alternative service delivery.”

The treatment of Crown Corporations under the ATIA is inconsistent,
and longstanding pressures for rationalization of coverage have been
resisted by government. Only 28 of 46 Crown Corporations are subject
to the law.83 A 1987 recommendation by the Commons Standing
Committee on Justice that the ATIA should cover all Crown
Corporations was not accepted by the Government, which promised
only to review the matter.84 In 1996, a committee established to review
the activities of Canada Post also recommended that the Corporation’s
non-competitive activities should be subject to ATIA.85 In 2002, the 
ATIA Review Task Force again recommended the inclusion of more
Crown Corporations under the law, although in some instances 
it suggested that new exemptions might need to be added to protect
critical interests.86

In February 2005, the Government affirmed its willingness to include
(through Order in Council) 10 of the excluded Crown Corporations,
including the Old Port of Montreal.87 At the same time, it indicated
that seven other Crown Corporations—including Canada Post and
VIA Rail—should not be included until the ATIA had been amended
to provide stronger exemptions for certain kinds of information held
by those entities.88 In April 2005, the Minister of Justice indicated that
legislative action to amend the ATIA in this way would be deferred until
the Standing Committee on Access to Information, Privacy and Ethics
had completed its review of the ATIA.89

A critical issue during this review will be the breadth of the new
exemptions which are thought to be required as a prerequisite for
inclusion of Crown Corporations such as Canada Post and VIA Rail.
The Government appears to contemplate the addition of new
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exemptions that would permit Corporations to withhold confidential
business information, or information received in confidence from other
parties, without the obligation to demonstrate a risk of harm from
disclosure that is contained in current exemptions.90 Such exemptions
would be inconsistent with the basic logic of disclosure laws—that
decisions on the withholding of information should require a weighing
of benefits and harms—and would substantially qualify the gains realized
by including these Corporations under the law.

The impression that may be conveyed by these years of deliberation is
that the extension of disclosure requirements to Crown Corporations
is a deeply problematic or technically complicated exercise.This is not
the case. Many other countries already take a more expansive view. For
example, the United States Postal Service, the Royal Mail,Australia Post
and New Zealand Post are all subject to disclosure laws like the ATIA,
while Canada Post is not.While the Canadian Broadcasting Corporation
is not subject to the ATIA, many other similar organizations—the
British Broadcasting Corporation, the Australian Broadcasting
Corporation,Television New Zealand, and the Irish broadcaster RTÉ—
are covered, with exemptions for journalistic or program material. Some
organizations with functions analogous to those of VIA Rail—such as
the United States’Amtrak—are also required to comply with national
disclosure laws; in this sector, comparison is complicated by differences
in the structure of national rail systems.

It must also be emphasized that the inclusion of Crown Corporations would
constitute only a partial response to the problem of the ATIA’s limited
scope.A range of other mechanisms that have recently been relied upon
for the delivery of public services must also be accounted for.These include:

• contractors who deliver increasingly large components of work once
undertaken by federal institutions;
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• many of the federal government’s “other corporate interests”(Table 3),
such as the air traffic control service, NAV Canada, as well as
entities which expend substantial amounts of money provided by
the federal government, such as the Canadian Foundation for
Innovation; and

• other critical advisory or service delivery bodies created on the initiative
of the federal government, but not recognized as federal government
corporate interests,such as major airport authorities,91 the Nuclear Waste
Management Organization92 and Canadian Blood Services.93

Also lacking is a clear set of standards for determining when
organizations should be included  under the ATIA. As the ATIA Task
Force observed in 2002:

The government continues to create organizations intended to achieve
a public purpose at some distance from government.The Act may
or may not apply to such organizations….We could not identify an
obvious rationale or any apparent criteria that were used in
determining which of these organizations should be subject to the
Act. It is our view that the current approach is unsatisfactory….[T]here
is a need for a principled approach to coverage under the Act.94

Missing as well is some kind of mechanism to ensure that proper
consideration is given to the question of whether newly created
organizations should be subject to the law. As the Task Force again
observed, “there is apparently no formal process within government
for ensuring that the Act’s application is considered when new
institutions are created.”95

Again, reform of the Act to accommodate new modes of service
delivery is not a technically challenging task. For example, New Zealand
and Irish laws deem contractor records to be held by the contracting
agency, and thus subject to the right of access. Several laws also include
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formulae which deem a body to be subject to the law if it relies heavily
on government financing; is effectively under government control
(through board appointments, for example); undertakes a critical public
function within the jurisdiction of a government;or holds information the
disclosure of which is essential to the protection of a basic citizen interest.96

Some laws (such as the United Kingdom’s Freedom of Information Act97)
articulate criteria but leave it to government discretion to determine
whether an entity meeting those criteria should be added to a schedule
of institutions covered by the law.

A range of options for dealing with contractors and quasi-governmental
entities have now been presented in Canada.The ATIA Review Task Force
proposed that the government procurement policy should be amended
to ensure a right of access to contractor records, and that the
Government should undertake a review of quasi-governmental entities,
adding them to the schedule of federal institutions subject to ATIA if:

• Government appoints a majority of board members, provides all of
the financing through operations, or owns a controlling interest; or

• the institution performs functions in an area of federal jurisdiction
with respect to health and safety, the environment, or economic
security; unless

• inclusion would be “incompatible with the organization’s structure
or mandate.”98

The Information Commissioner, in contrast, has recommended
amendment of the ATIA to assure that federal institutions retain control
over all records generated pursuant to service contracts.An amended
ATIA would also create a mandatory obligation for Government to add
a new entity to the schedule of covered institutions if it meets any one
of six criteria:
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• it is funded in whole or in part from parliamentary appropriations
or is an administrative component of the institution of Parliament;

• it or its parent is owned (wholly or majority interest) by the
Government of Canada;

• it is listed in Schedule I, I.1, II or III of the Financial Administration Act;

• it or its parent is directed or managed by one or more persons
appointed pursuant to federal statute;

• it performs functions or provides services pursuant to federal
statute or regulation; or

• it performs functions or provides services in an area of federal
jurisdiction which are essential in the public interest as it relates to
health, safety, protection of the environment or economic security.99

A key difference between these two approaches is the extent to which
the Government is to be trusted to undertake decisions necessary to
ensure that the ATIA maintains appropriate coverage.The Task Force
is prepared to trust executive discretion, while the Information
Commissioner is not. On the other hand, there appears to be broad
agreement on the criteria to be used in determining whether entities
should be covered, relying on a blend of considerations relating to control,
financing, jurisdiction and criticality of function.

In his recent discussion paper, the Justice Minister makes no comment
on the treatment of contractor records and expresses no view on the
merit of the criteria for including quasi-governmental entities proposed
by the Task Force or the Information Commissioner, except to say that
any criteria should be related to “stable characteristics of an organization.”
The Minister favours an approach under which Government retains
discretion over the inclusion of entities, but suggests the Government
may be amenable to a requirement that it account annually for its decisions.100
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The emphasis on new modes of service delivery is unlikely to abate.
As a consequence, some better method of accommodating these modes
within the transparency regime established by the ATIA is necessary;
the alternative is acquiescence in the slow erosion of that regime. An
explicit policy on the treatment of contractor records is therefore
necessary; so, too, is an explicit policy on the treatment of quasi-
governmental entities. Furthermore, a policy that is entrenched within
the ATIA is preferable to one that relies principally on the good will of
the executive. (The apparent indifference of the executive to the effect
of restructuring on the functioning of the ATIA over the past 15 years
may be the most compelling evidence on this point.) The reforms
proposed by the Information Commissioner are consequently preferable
to those of the Task Force, although there may well be room for debate
about the precise definition of the criteria that should trigger the
mandatory obligation to include new entities in the schedule of
institutions covered by the law.

66 CCoonncclluussiioonn
While the Access to Information Act (ATIA) system has its difficulties, and
while it may have failed to achieve a “change in culture” within federal
institutions, it would be inappropriate to conclude that it is therefore
a failed policy.This is far from being the case. Every year, thousands of
requests are filed which serve important public purposes: assuring
fairness in the treatment of citizens and businesses; promoting better
understanding of policy-making within government; and promoting a
business environment that is regarded as stable and transparent.

Furthermore, the ATIA provides good value for money, even if particular
requests may draw disproportionately on government resources. As I
noted earlier, the annual cost of administering the law was about $25
million in 2000; it will have increased significantly since then, because
of heightened demand and input costs. Nevertheless, a sense of
proportion is needed.The federal government planned to spend $393
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million on information activities—including advertising services; public
relations and public affairs services; and publishing, printing and
exposition services—in fiscal year 2005.101The amount of money that
is spent on the ATIA—what might be called “uncontrolled” information
dissemination—is only a fraction of the total amount that is spent on
“controlled” dissemination.

Nevertheless, the ATIA requires reform.This is not surprising; it is a
system that is now over two decades old, governed by a law which has
never had a comprehensive overhaul. Any such reform must give full
consideration to the two issues canvassed in this paper.Adversarialism
is an unavoidable feature in the administration of the ATIA, particularly
with regard to the roughly four or five thousand requests received
annually which are regarded as posing political sensitivities for the
Government of the day.102 The problem of adversarialism must be
addressed directly.As I have noted earlier, several simple reforms can
be undertaken to provide requesters and officials with assurance that
the “rules of the game” are transparent, fair and properly enforced.

The law must also be amended to accommodate the new realities of
governance. It is now a commonplace that our old conception of the
public sector—in which the public’s work was done primarily in
government departments staffed by public servants—has become
obsolete.The “public sector” has become a more variegated composite
of governmental, quasi-governmental and “private” actors, and there
is good reason to think that this process of fragmentation will continue.
A law which does not properly account for this fundamental change in
the structure of governmental institutions will have declining relevance
as a tool for providing an assurance of transparency in the performance
of public work.
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CChhaarrtt  11::  NNuummbbeerr  ooff  RReeqquueessttss  FFiilleedd  bbyy  SSoouurrccee,,  11998866--22000044

Based on data contained in annual reports filed by federal institutions
under section 72 of the Access to Information Act, and tabulated by Treasury
Board Secretariat.
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TTaabbllee  11::  DDiissttrriibbuuttiioonn  ooff  RReeqquueessttss  bbyy  SSoouurrccee  aanndd  SSuubbjjeecctt--MMaatttteerr

Based on an analysis of a sample of 663 ATIA requests drawn randomly
from a list of requests received by federal institutions and logged in the
Coordination of Access to Information Requests System (CAIRS) in 1999.103

(a) Summing to 100% by source of request (Business Media,Organization,Other)

(b) Summing to 100% by subject-matter of request (N=663)
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TTaabbllee  22::  BBrreeaakkddoowwnn  ooff  RReeqquueessttss  bbyy  TTyyppee  iinn  NNiinnee  IInnssttiittuuttiioonnss

Several departments operate ATIA tracking systems which deploy
more detailed categorizations of incoming requests than are used in the
publicly available reports on ATIA usage that must be provided under
section 72 of the ATIA.The following table is based on data extracted
from tracking systems for some major federal institutions. Data for
HRDC are based on all requests completed by the institution in 1999-
2001. For all other institutions, the table is based on all requests
completed in 2000-2002.The “Partisan”category includes requests coded
as “Parliament” or “Political Party” by each institution. Six institutions
used only the category “Political Party” in this period; one (PCO) used
only the category “Parliament;” another one (DND) used both. SGC
used neither.
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CChhaarrtt  22::  FFllooww  CChhaarrtt  ffoorr  SSeennssiittiivvee  RReeqquueessttss  WWiitthhiinn  PPWWGGSSCC

Three flow charts describing the handling of ATIA requests within
PWGSC were presented in evidence before the Commission of Inquiry
into the Sponsorship Program and Advertising Activities. One described
the process for routine requests, while a second described the process
for requests that were “interesting” but did not require preparation for
anticipated media queries. This third chart described procedures for
“interesting” requests that would require development of “media lines.”
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CChhaarrtt  33::  OOIICC  WWoorrkkllooaadd  aanndd  BBuuddggeett

The following chart shows the following data, with all series normalized
so that figures for FY1994 equal 100: (a) total ATIA requests received
by federal institutions; (b) complaints received by the Office of the
Information Commissioner; (c) OIC personnel (as FTEs), excluding
corporate services personnel; and (d) OIC budget, deflated using the
Consumer Price Index, excluding the corporate services budget.
Figures are drawn from institutions’ annual reports under section 72
of the ATIA and from OIC annual reports. CPI data was obtained from
Statistics Canada.
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