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OFFICE OF GOVERNMENT SPOKESPERSON IN KENYA:

FACILITATING

ACCESS

TO INFORMATION?

by Ken Opala

n June 2004, the government announced the creation of

the office of the government spokesperson. Thefirst of its
kindin Kenya'shistory, the new officewas greeted with amixture
of anticipation and skepticism. Before the office was created,
politicians and high ranking government officers had been
issuing disjointed and contradictory statements concerning
guestionable government transactions.

A skeptical public
watched their antics with a

In connection to these concerns, Kenyans are also keen
to know how the office relates with the spokespersons of
individual ministries. When the spokesperson and individual
ministers or their spokespersons contradict each other,
whose word takes precedence? How independent is the
spokesperson’s office? In addition, is it the office’s
responsibility to locate information on certain issues or to
wait and be briefed? In short, what isthe office holder’sjob

description?

sense of growing unease.
The appointment of a
government spokesperson
seemed to suggest that the
government was determined

To create linkages that run through the
government, the position [of Government
Spokesper son] should be created by law ... [which]
... would bind ministersand other top government

Let us change tack
briefly. Governments keep
secrets. They are not keen
on revealing them to their
citizens. In order to do so-

to inject greater coherence
in its conversation with the
Kenyan people. Among the

officialsand compel them to discloseinformation
within their jurisdiction and at their disposal

deny their citizenstheright
to information-
governments invoke that

public the announcement
wasmet with mixed feelings.
There was anticipation for greater clarity and thus more
accountability. But the public also quickly questioned therole,
purpose and structure of the office. In addition, concerns were
raised about the suitability of the person recruited to hold the
office, Dr Alfred Mutuawho, prior to hisappointment, had been
an associate professor in political scienceat aDubai university.

Three months on, has the new office improved the
government’s public image? Not really. Ministers and high
ranking government officers continue to release public
statements in disregard of the office. Worse still, many have
even gone so far asto admonish the office and its holder. It did
not help that the spokesperson’sfirst assignment wasto manage
the Anglo-Leasing scandal. The spokesperson’s attempts to
spin it failed spectacularly when his Finance Minister openly
contradicted him. Ministers and MPs also continued to issue
wildly conflicting statements on theissue. At that stage, public
skepticism outweighed anticipation. If the government had
hoped that appointing a spokesperson would shore up its
credibility slide, it was being proved wrong with every uncertain
step it was making.

The big questions still remain: what is the role, structure,
purpose and accountability of the office?|sit propaganda, public
relations or voicing the government policies? On whose behal f
does the office speak- the government, the Cabinet or the
President? To whom is the spokesperson answerable? How
does the office relate to the presidential press office?

old chestnut; Preservation
of National Security. This,
of course, can be interpreted to mean anything, including
(and especially) the political security of the Head of State. In
Kenya, the Official Secrets Act has for long acted as an
effective barrier against the public’s right to access official
information. Appointing a government spokesperson can
be seen as a government’s attempt to break with this
convention.

Ideally, the official spokesperson’s office should speak
for the government to the governed. It should bridge the
“information gap” and promote the right to information, a
fundamental right for too long denied the Kenyan people. In
recognizing the centrality of the right to information the
Declaration of Principles on Freedom of Expression in
Africa, states that “public bodies hold information not for
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themselves but as custodians of the public good and
everyone has aright to access this information.”

Progressive governments use various strategies to
bridge theinformation gap. Some have created the position
of an overall Government spokesperson. Othershavepublic
relations officersfor individual ministries performing that
function, aswell aspresidential aidesor personal assistants
linking the Head of State with the public. Thus, the holder
of the office of spokesperson must be knowledgeable and
beyond reproach. He/Shemust be afirm believer infreedom
of information (FOI), a person who is not ready to
compromiseintegrity for cheap publicity or individual gain.
Yet, for whoever assumes that
position, the compelling issueswill

Office of Kenya's Government Spokesperson...

prosecute culprits, the office merely exonerated the
administration from blame and instead passed the buck to the
previous regime. It was unable to tell how much had been lost
or received from Anglo-Leasing. Cynicsfelt it was being used
by powerful individuals in the government to whitewash the
myriad scandalsin the current administration.

Third, the office is not supported by the requisite legal
provisions. To create linkagesthat run through the government,
the position should be created by law. This law would bind
ministers and other top government officialsand compel them
to disclose information within their jurisdiction and at their
disposal. In the Kenyan case, such legal structures do not
exist. Thus, the
spokesperson runstherisk of

remain the same: is there the
political will to seethis office play
itsrightful role?

Take in our situation the office
of Governance and Ethics in the
Officeof the President for example.

Some powerful elementsalong the order

in

Aswell astheneedfor aclear, feasible
and legislated role, the office of the
spokesperson has to draw all PROs of
ministries, the comptroller of State
HouseandthePresidential Press Service

being denied information or
being influenced by powerful
individuals within the
government. The holder of
thisoffice, whoisat thelevel
of an Undersecretary, will
be likely findit extremely difficult

to effective.

corridors of power attempted to
frustrate it as demonstrated by the recent attempt to
transfer it to another ministry and thereby degrade its
independence. Those efforts were successfully opposed
by diplomatsand civil society organizations. It istherefore
easy to draw parallels between the Office of Governance
and Ethics, and Office of Government Spokesperson. Both
are sensitive offices whose existence threatens corrupt
elements within the government. In fact, in the ensuing
controversy that has characterized the relationship
between the Office of the government spokesperson and
government ministers, it has emerged that it is the office
that isin contention.

Critics claim that apart from the squabbling within the
ruling National Rainbow Coalition (Narc), therewashardly
anything to suggest the government was mismanaging
information; nothing that necessitated the creation of the
position. What curtailed accessto information in the past
was nhot the absence of a spokesperson, but the restrictive
legal regimeexemplified by the Official SecretsAct, which
bars members of the public from accessing information.
Thus, this position has been instigated by politics rather
than by need. It has been created for political expedience
rather than on a sound analysis of the situation. This
argument is based on the following rationale.

First, the office appearsto be a propagandatool, hardly
arecipe for better governance.

Second, the office does not appear to have a job
description or clear role. Lack of aproper job description
results in confusion which appears to juggle propaganda
with public relations. Instead, what members of the public
would expect isthat the office presents official government
positions. For example, on the Anglo-Leasing scandal,
instead of detailing the rot and explaining to Kenyansthe
government’s plans to re-coup taxpayers' money and

to order around ministers. On
the other hand, ceding to an individual the powers vested in
mini sterswithout the necessary legal provision could bearecipe
for disaster. The fear is that the spokesperson could deny
ministers and their deputies the right to freely express
themselves on matters of public policy withintheir jurisdictions.

It goes without saying that it is necessary to define clearly
the role and functions of the office before developing
appropriate legal provisions. In addition to legal backing, it is
necessary that the office enjoys political goodwill. Without
political support, the officewill not be ableto scatter and scuttle
the interests of the clique around the President.

Aswell asthe need for aclear, feasible and legislated role,
the office of the spokesperson hasto draw all PROsof ministries,
thecomptroller of State House and the Presidential Press Service
in order to be effective.

Based on the contradictory statements that have emerged, it
would appear that within the government structure and the
office of the Government Spokesperson, the right hand knows
not what the left hand is doing. It is not that Kenya lacks an
office charged with making public any information on policy.
The problem isthat the government isinaccessible. Even with
the myriad spokespersons within ministries, Kenyans have no
access to information because the PROs fear contradicting or
antagonizing the centre of power.

Information is power. An administration that operates on
fear and isaccused of flagrant corruption will alwaysbe averse
to sharing information with the public. It will protect itself
through secrecy and thus promote the corruption that festers
withinitsranks.

The views expressed in this article are solely
those of theauthor and do not necessarily reflect
theviewsof Transparency I nternational- Kenya
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KENYA’S FOI BILL 1999: THE FIRST STEP
TOWARDS AN EFFECTIVE ACCESS REGIME

Analysis of the International Commission of Jurists draft Access to Information Bill 1999

by Charmaine Rodrigues

Article 47 of the draft Constitution of Kenya provides a
specific guarantee for theright to accessto information
held by the state or by a private body whereit isrequired for
the exercise or protection of any right or freedom. However,
while constitutional protection isan important step towards
entrenching the right to information domestically, it is still
essential that the right to information legislation is enacted
which details the specific content and extent of the right.
Legidlation setsaclear framework —which can be understood
by the bureaucracy and the public — for gaining and given
access and places specific obligations on bodies to put in
place systems and develop cultures of openness that are
uniform.

In recognition of the importance of entrenching the right to
information vialegislation —and responding to thefailure of
the Kenyan Government to take action itself —in 1999 the
International Commission of Jurists (ICJ) in Kenyatook the
initiative to draft an Access to Information Bill*. In recent
months, attention has again reverted to the |CJdraft Bill. The
Government of Kenya has explicitly mentioned the need for
right to information legislation inits Short Term Action Plan
for the Governance, Justice, Law and Order Sector (GJLOS).
Itisunderstood that the Thematic Group on Ethics, Integrity
and Anti-Corruption set up under the GJL OS Programme has
reopened discussions on freedom of information in Kenya
and have adopted the | CJ-Kenyadraft Bill asastarting point.

The Bill drafted by the ICJ provides avery good basis from
which to develop a right to information law for Kenya.
Notably, however, the Bill in its current form still requires
work to bring its provisions in line with international best
practice. There are a number of general principles that
underpin good accesslaws. CHRI hasanaysed the Bill against
these principles and suggested some improvements. The
following is a summary of the key issuesraised in CHRI’s
analysis.

Maximum Disclosure

An effective access law needs to be clearly premised on a
strong commitment to the rule of maximum disclosure. This
principle is supported by the conceptualisation of access to
information as a RIGHT and a concomitant presumption in
favour of access. The ICJ Bill rightly recognisesthe right to
accessinformationinits Preamble, but care needsto betaken
to ensure that thisis reflected throughout the entire Bill.

It isaconcern that the content of the right may be narrowed
in practice because the Bill focuses on access to “official
records’ and “official information”, rather than “information”
generaly. Thislatter term isbroader and coverswritten, audio
and visual materials and even samples and materials on its
widest interpretation. Likewise, the Bill has unnecessarily
restricted access under the law to “Kenyan subjects’ or “a
Kenyan person”. Conversely, jurisdictions like the United

States and Sweden allow any person to request information
under their access law. This can be important in countries
that accommodate large numbers of asylum-seekers, long-
term residents and foreign workers who need to access
information related to their welfare or rights.

The Bill should clarify that al arms of government will be
covered by the provisions of thelaw. In somejurisdictions,
the executive and the courts have been excluded from the
scope of the law. The wholesale exclusion of these bodies
cannot be justified. Although there is some information
collected and/or used by the executive and judiciary which
can legitimately be exempted from disclosure, any such
sensitiveinformation will be protected viathe exemptions
provisions.

The Bill currently allows for private bodies to be made
subject to the law if they are specifically prescribed in
regulations. In accordance with international best practice,
the Bill should extend coverage generally to private bodies
that “carry out public functions” and where they “hold
information whichisrequired for the exercise or protection
of people'srights’. Thisrecognisesthat in this age where
privatisation and outsourcing is increasingly being
undertaken by governments, the private sector has
increasing influence and impact on the public and should
not be beyond their scrutiny. The South African
Promotion of Access to Information Act provides a very
good model to draw on.

Section 3 statesthat the rights conveyed by the Bill will be
implemented “ progressively”. Whilethe Government may
legitimately wish to allow time for bodies to prepare for
implementation, amaximum timelimit should beincluded
inthelaw to ensure that implementation cannot be delayed
indefinitely. This has been the case in Indiafor example,
wherethe Central Freedom of Information Act was passed
in December 2002 but eighteen monthslater isstill not in
force. Experience suggests a maximum limit of 1 year
between passage of thelaw and implementation should be
sufficient.

Effective accesslaws not only impose a duty on bodiesto
disclose information upon request, but also require
information of general relevance to the public to be
proactively published and disseminated, for example,
regarding an body’s structure and activities, the
documents they hold, their finances, opportunities for
consultation and decisions/policies affecting the public.
The Bill contains some basic proactive disclosure
requirements, but these should be made much more
comprehensive. The Bill should also explicitly require that
said information be as widely accessible as possible, for
example, by requiring that it be made availablein multiple
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languages on the internet and for inspection at all local

offices. The information should also be updated regularly.

Encouraging maximum information disclosure by pubic
officials also requires the law to provide protection for
“whistleblowers’ (i.e. individualswho discloseinformation
in contravention of the law and/or their employment
contracts because they believe such disclosure is in the
pubic interest). It is very positive that the Bill contains an
entire part devoted to public interest disclosures. However,
the provisions are unnecessarily restrictive, imposing a
number of duties onwhistleblowersto qualify for protection
that in practice may be difficult for whistleblowers to
discharge. These provisions should be reconsidered to
ensurethey will effectively protect all whistleblowersaslong
asthey are bonafidein their intention.

Minimum Exceptions

While keeping in mind the overarching principle of maximum
disclosure, it isneverthel esswell-accepted that there can be
asmall number of legitimate exemptionsin any accessregime
to protect against disclosures which would result in serious
harm to important interests. However, there is often
disagreement about where to draw the line. As a genera
principle, exemptions should be kept to an absol ute minimum
and narrowly drawn.

The exemptionsin the Bill are somewhat confusing. They
are contained in two separate provisions — Sections 5(1)
and 6 — but it would be simpler if these provisions were

merged and then reviewed to ensure they are the minimum to
protect legitimate interests. The exemptions should also be
reviewed to ensure that they require a sufficiently high
threshold of harm to justify non-disclosure. For example, itis
not enough that information simply relate to national security
to warrant non-disclosure; disclosure should actually belikely
to cause serious prejudice or substantial harm to national
security.

Additionally, best practice requires that ALL exemptions are
still made subject to a “public interest override”, whereby a
document which is presumed exempt should nevertheless be
disclosed if the public interest in the specific case requiresiit.
While Section 6(1) refersto the publicinterest, for clarity, all of
the exemptionsin the Bill should be made explicitly subject to
aclearly drafted publicinterest test. Thelogic of theexemptions
provisions should be: Istheinformation covered by alegitimate
exemption?

Will disclosure cause substantial harm? Is the likely harm
greater than the public interest in disclosure?

Simple Access Procedur es

A key test of an access law’s effectiveness is the ease,
inexpensiveness and promptness with which people seeking
information obtain it. The law should include clear and
uncomplicated procedures ensuring quick responses at
affordable fees. Applications should be simple and ensure
that theilliterate and/or impecunious are not in practice barred
fromutilising thelaw.
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A number of standard provisions generally included in
access|awsto promote effectiveimplementation are missing
fromthe Bill. For exampl e, thereis no mention of who will
be responsible for managing applications; many laws
commonly require a “Public Information Officer” be
appointed for this purpose. The absence of a designated
information officer could be confusing for the public
because requesters will not know who they should contact
to follow up their applications. There is also no provision
requiring misdirected applications be transferred, which
could result in applicants themsel ves being burdened with
the expense and difficulty of resubmitting their
applications. The Bill also does not mention which
language(s) applications can be made in, nor whether
information will betranslated, if requested by the applicant.

The time limits for processing applications need to be
clarified. Timelimits should be clearly stated so that there
is no room for officials to exploit ambiguities to delay
processing of applications. Drawing on international best
practice, consideration should also be given to include an
additional provision shortening thetimelimit for responding
to applicationsto 48 hourswhere the requested information
relatesto thelife and liberty of a person.

TheBill currently allowsfor theimposition of fees, including
the imposition of higher fees for commercial requests.
Ideally, no fees should be imposed under the law — a
situation that occurred in Australiawhen their Freedom of
Information Act wasfirst introduced in 1982. At aminimum,
any fees should not be set so high as to deter potential
applicants. Best practice requiresthat fees be limited only
to cost recovery, and that no charges should be imposed
for applications (as is the case in Trinidad & Tobago and
Mexico) nor for search time; thelatter, in particular, could
easily result in prohibitive costs if bureaucrats drag their
heelswhen collating information.

I ndependent Appeals& Enforcement M echanisms
Effective appeals and enforcement provisions ensure the
success of access legislation. The Bill’s appeal s regime —
namely, one internal appeal followed by an appea to the
newly established independent Information Commissioner
and then to the courts — is well-designed, although some
practical issuesrequire clarification.

It is positive that Section 5(3) requires that refusals are
accompanied by substantive written reasons and
information regarding the appeals process. It should be
clarified though, that applicants can appeal not only a
decision to refuse access, but also the fees imposed and
the form of access provided. While the Bill allows for an
internal review as a first step in the appeals process, it
leaves the details to be determined in regulations. Thisis
not appropriate. An effective and internally consistent
appealsframework isessential to the proper functioning of
the entire access regime. The primary legislation should
set out such important details to ensure that the overall

regime is holistically sound. This deficiency should be
rectified asapriority.

Nonetheless, it is very positive that the Bill seeks to
establish anew position of Information Commissioner to
serve as an independent body with the mandate to hear
appeals under the law and make binding decisions and
that final recourse still remains with the courts.

The law should include penalties to act as a practical
deterrent to non-compliance. The Bill currently contains
sanctions for non-compliance with the Information
Commissioner’s orders and wilful destruction of records
subject to requests. However, penalties should also be
available where there has been unreasonable delay or
withholding of information, knowing provision of incorrect
information, concealment or falsification of records and/
or obstruction of the work of any public body under the
Act. Consideration should also be given to permitting
penalties to be imposed on individuals because without
personalised penalty provisions, many public officialsmay
shirk their duties, safein the knowledge that their employer
will suffer the consequences. Notably though, defaulting
officers at whatever level of seniority must be penalised
and not just the official responsible for managing the
body’s requests.

M onitoringand Promotion of Open Gover nance

Many laws now include specific provisions empowering
a specific body, such as the National Human Rights
Commission or Ombudsman, or a newly-created
Information Commissioner, to monitor and support the
implementation of the Act. It ispositivethat the Bill places
an obligation on the new Information Commissioner to
report annually to Parliament on the operation of the law.
However, consideration should be given to elaborating
upon exactly what the I nformation Commissioner’sreports
should contain at a minimum as the new Commissioner
may benefit from more explicit guidance.

It is aso increasingly common to include provisions
mandating a body to promote the Act and the concept of
open governance. Consideration should be given to
include provisions which impose a legal obligation to
trainimplementing officialson the new law. Thenformation
Commissioner and/or the Ministry with responsibility for
overseeing thelaw should also be required to raise public
awareness of the rights provided under the law.

The full text of the analysis of Kenya's FOI bill can be
found on CHRI’'s website at
www.humanrightsinitiative.org.

1VitalisOmondi, New Law Against Secrecy Proposed In
Kenya, The East African, 13-19 October 1999.
http://www.nati onaudio.com/News/EastAfrican/111099/
Regional/Regional 6.html
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FREEDOM OF INFORMATION LAWS

IN VARIOUS JURISDICTIONS
by Grace Wakio

Despite having the oldest freedom of information |legislation there
are delaysin releasing official documents, improper use of the
secrecy provisionsand many citizenslacking knowledge of their
rights under the law and how to use them.

LONG-STANDINGFOI REGIMES

Openness and transparency has been a long-
standing practicein management of public affairsin
various countries. The public’sright to Government
information isaconstitutional principlethat isover
200 yearsold.

Sweden

In 1766, Sweden enacted the world’ sfirst freedom of
information law-The Freedomof the Press Act, which
provided that official documents should “upon
request immediately be made available to anyone
making arequest”. The 1810 and 1812 Freedom of
the Press Actsretai ned the principle of public access
to information until they were repealed by the
Freedom of the Press Act of 1949*, which also carried
the principleforth. The Act decrees, “ Every Swedish
subject shall havefree accessto official documents.”
Public authorities are required to respond
immediately to requests for official documents.
Requests can be made anonymously and in any form.

There are discretionary exemptions? from disclosure
to protect, national security and foreign relations,
fiscal policy, prevention of crime, the public economic
interest, the inspection and supervisory functions
of public authorities, the preservation of plant or
animal species and the protection of privacy. A list
of the documents that are exempted in line with the
provisions of the Freedom of the Press Act is
provided in the Secrecy Act, supplemented by the
Secrecy Ordinance. Most of the restrictions to
disclosure require an illustration that harm will be
occasioned to the interest protected if the
information sought is disclosed.

Each public authority is required to keep a register
of all official documents and indices of information
kept to be availed to the public. Appeals against
withholding of information can be madeto the general
administrative courts or the Parliamentary
Ombudsman® and finally to the Supreme
Administrative Courts but only by the person
requesting the information; not by the authority
seeking to prevent disclosure or athird party whom
the information concerns.

Individuals have a right to access and correct
personal information held by public and private
bodies under the Personal Data Act. The Data
Inspection Board (DIB) created by the Data
Protection Act of 1973 enforcesthisAct (DPA). The
DPA providesfor protection of individual privacy in
relation to maintaining and disseminating personal
data. The DIB issues licences to individuals and
agencies that wish to create and maintain personal
data banks.

USA

The Freedom of
Information Act (FOIA)
was enacted in 1966 and
went into effect in 1967.
It has undergone several
amendments, with the
most recent one being
the Electronic Freedom
of Information Act (E-
FOIA). Therearesimilar
laws in almost every
State.

The law allows any
person or organization,
regardless of country of
origin or citizenship, to
ask for records held by
federal Government
agencies, which include
Executive and military
departments,
Government
Corporations and other
entities which perform
Government functions
except for Congress, the
Courtsor the President’s
immediate staff at the
White House?, including
the National Security
Council.

The person seeking the
information need not
disclose why he/she
wants it. Requests
should be processed
within 20 working days.
Reasonable fees can be
charged for the copying.
Public agencies are
required to proactively
publish information of
certain nature in the
Federal Register, suchas
their operations, places
at which and how the
public can access
information or make
requestsfor information,
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! Thisalongwith the I nstrument of
Government passed in 1974 to
replace the 1809 Instrument of
Government, the Act of Succession
of 1810, the Fundamental L aw on
Freedom of Expression, from 1991
and the Riksdag Act adopted in
1974 form the Swedish
Constitution.

2 This means that there is no
automatic duty to deny accessand
theexemption may bewaived

3TheOmbudsman can investigate
and issuenon-binding decisions

4ThePresident’sability toreceive
confidential advice was found to
have a constitutional basisby the
Supreme Court in the 1974 case of
United Statesv Nixon. I n thiscase,
the President’s need for
confidentiality had togiveway tothe
needs of the criminal justice
system for specificinfor mation, but
no general right of accessto the
President’s papers was found.
Another landmark casewherethe
SupremeCourt had to adjudicate
thevalidity of acontroversial claim
concerning public access to
Government infor mation wasthe
1971 “ Pentagon Papers’ case. The
case ar ose when the Gover nment
sought to prevent the Washington
Post and the New York Times
newspapers from publishing a
classified study of US policy-
making in Vietnam. The
newspaper shad obtained thestudy
through an unauthorized
disclosureby aformer gover nment
employee. The Supreme Court
allowed thenewspaper sto publish
the Pentagon-Papers since the
Court felt that the Gover nment had
not madea sufficient showing that
national security would be
endangered by the materials in
guestion
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their rules, decisions, policies and manuals’. The E-FOIA
requires that agencies create “electronic reading rooms”
where people can accessinformation electronically.

There are nine classes of discretionary exemptions: national
security, internal agency rules, information protected by other
statutes, businessinformation, inter and intraagency memos,
personal privacy, law enforcement records, financial
institutions and oil wells data. In 2003, a provision was
inserted to the Homeland Security Act prohibiting disclosure
of voluntarily —provided business information relaying to
Criticd Infrastructure. The FOIA providesthat if the document
reguested contains some material that is exempt and some
that is not, the agency must edit the document and provide
the non-exempt portion.

Appeal sagainst withholding information or complaints about
long delays in processing requests can be made internally
and a further appeal lies with the courts. There is no
independent oversight body such as an Ombudsman or
Information Commission. Management of FOIA is carried
out by the public agencies but the Department of Justice
provides policy guidance and training for the agencies.

The FOIA is complex and has been used by commercial
interests for competition purposes. There are inordinate
delaysin processing requests and litigation on FOI in courts
takeslong. Despite this, there is amass of jurisprudence on
FOI issues, most of them deciding on privacy rights and
protection of the national security.

Building on the foundation of the FOIA, in 1976, the
Government passed The Government in the Sunshine Act
providing for open meetings of multi-member federal agencies
so that they are open to public scrutiny®. The exemptionsto
the requirement for open meetings are similar to the onesin
the FOIA. The FOIA exempts disclosure of information on
pre-decisional policy discussions, as the rationale is that
policy advisers will be less candid if they know that their
viewswill be made public. The Government in the Sunshine
Act has no such exemption. ‘Sunshine’ Acts have been
enacted in all the States. However, there has been no study
to gauge whether policy discussions suffer or are improved
when conducted in public.

Another development is the Federal Advisory Committee
Act of 1972, which facilitates access by the public to
information held by non-governmental bodiesthat are state-
funded. Advisory Committees covered by the Act must also
open their meetingsto the extent required by the Government
in the sunshine laws and disclose their records as required
by the FOIA.

Another important legislation is the 1978 Ethics in
Government Act, which addresses the problem of conflict of
interest by Government officials. It requires Executive agency
employees, legislative and judicial personnel tofiledetailed

financia statementswith an Office of Government Ethics,
which reviewsthemto seeif thereisaconflict between an
individual’s public job and his private holdings. The
statements are made available to the public.

Underlying these laws is the First Amendment to the
Constitution that preventsthe Government from censoring
the media, thus ensuring the public, through the media,
are privy to what their government is doing,

Despite the FOIA providing that information can be
withheld under the exemption of protection of privacy, the
Federal Privacy Act of 1974 was enacted to empower
individuals to require that Government records about
themselves are accurate and are not being misused.
Individuals can access records about themselves and
request inaccurate information to be corrected and where
the agency refuses to do so, the individual can appeal to
the Courts. Government agencies are allowed to
disseminate information about individuals only to valid
channels

In the aftermath of September 11, secrecy has made a
comeback, threatening to erode the gains made in
inculcating openness in public affairs. Control of
information has been seen asakey plank of thewar against
terror. Inlinewith policy directives, agenciesare using the
most restrictive responses to FOIA requests. However,
openness will be in the long run be more effective in
fighting terrorism as it empowers citizens by providing
them with information, enables them to hold their
Governments accountable and provides citizens a chance
to do away with policies that can provide conditions for
terrorist activitiesto flourish.

RECENT FOI LEGIS_LATION

South Africa

Section 32 of the South African Constitution of 1996 states:
(1) Everyone hastheright of accessto- (&) any information
held by the state, and; (b) any information that is held by
another person and that is required for the exercise of
protection of any rights; (2) National legislation must be
enacted to give effect to this right, and may provide for
reasonable measures to aleviate the administrative and
financial burden on the state.”

The Promotion of Access to Information Act (PAIA)
facilitatesthe exercise of thisconstitutional right of access
toinformation.?

Any person can demand recordsfrom Government bodies
without showing a reason and the request should be
processed within 30 days. Individuals and Government
bodies can access records held by private bodies when it
is necessary to enforce people’s rights. The response
should also be provided within 30 days
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The Act exempts from disclosure records of the Cabinet
and its Committees, judicial functions of courts and
tribunals and individual Members of Parliament and
provincial legislatures. There are mandatory and
discretionary exemptions including for personal privacy,
commercial information, confidentia information, safety of
persons and property, law-enforcement proceedings, legal
privilege, defense, security and international relations,
economic interests and the internal operations of public
bodies. Most of the exemptions require some demonstration
that release of theinformation would cause harm and they
must further be balanced against the public interest test.

Appeals against withholding of information by public
bodiesarefirst handled by the responsible Cabinet Minister
and can be further reviewed by a High court, while for
private bodies, decisions to withhold information are
appealed directly to the court.

TheAct setsout criminal finesand jail termsfor destruction,
damaging, altering or falsifying records against the Act’'s
provisions. Public and private organizations must publish
manuals describing their structure, functions, contact
information, access guide, services and description of the
records they hold.

The South African Human Rights Commission is
designated to oversee the functioning of the Act, which
entails issuing a guide on the Act, promoting the Act,
making recommendations and monitoring its
implementation®. Studies done by different organizations
have shown that the Act’s use has been limited and it has
been impartially and inconsi stently implemented.*

The Protection of Information Act of 1982 setsruleson
the classification and declassification of information. To
enforce the constitutional right to privacy, the process of
enacting Privacy and Data Protection legislation was
recently started. The National Archives of South Africa
Act of 1996 provides for the release of records in the
custody of the National Archives after 20 years.

United Kingdom
Nearly 20 years of lobbying resulted in the adoption of the
Freedom of Information Act in November 2000.

The Act gives any person a right to access information
held by over 100,000 public authoritiesand they are entitled
to receive aresponse within 20 working days.

There are three classes of exemptions:

Absolute exemptions include court records, personal
information, and information relating to security services,
information obtained under confidence or that protected
under another law.

Qualified class exemptionsinclude information relating to
government policy formulation, safeguarding national

security, investigations, royal communications, legal
privilege and public safety.

Thereisamorelimited class exemption requiring the public
authority to demonstrate prejudice will be occasioned to
protected interests if information is disclosed. This class
includes information relating to defense, international
relations, economy, crime prevention, commercial interests
or information that would prejudice the conduct of public
affairs. The public interest test is applied to the latter two
classes of exemption

Public bodies are required to proactively publish
information about their structures, activities and
information that can be accessed automatically through
publications schemes. There are model publication
schemes that have been developed by the Information
Commissioner.

Oversight and enforcement of the Act isby the Information
Commissioner. A Minister in charge can issueaMinisterial
Certificate overruling a decision by the Commissioner
ordering release of information in the public’s interest.
Appeals of the Commissioner’s decisions can be made to
the Information Tribunal with afinal appeal on points of
law lying to the High Court. The Department of
Constitutional Affairs overseesthe Act’simplementation.
It will provide guidance to the public authorities on the
FOIA and, with the I nformation Commissioner, will provide
advice on FOI issues®.

The Act will enter into forcein January 2005.% The current
framework in place for accessing information from public
bodies is the Code of practice on Access to Government
Information, which has broad exemptions. The Officia
Secrets Act 1989 criminalizes the unauthorised rel ease of
Government information by officials. The Public Records
Act providesthat filesthat are 30 years old be automatically
released. The DataProtection Act 1998 enablesindividuals
to access and correct files containing personal information
about themselves.

The Freedom of Information (Scotland) Act was approved
in May 2002 but al so takes effect in 2005. It hasastronger
harm requirement for restricting access under the
exemptions and Ministers have limited power to veto the
Information Commissioner’s decisions. The Welsh
Assembly has adopted a Code of Practice on Public Access
to Information based on the FOIA. To accessinformation
about the policies and practices of local authorities, oneis
facilitated by the Local Government (Access to
Information) Act 1985.

India

In India, the Courts were ahead of Parliament in dealing
with the issue of access to information. In SP. Gupta vs.
President of India and Others the Supreme Court ruled
that:
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“The concept of an open Government is the
direct emanation from the right to know which
seems to be implicit in the right of free speech
and expression... disclosure of information in
regard to the functioning of government must
be the rule and secrecy an exception justified
only where the strictest requirement of public
interest so demands.”**

The Indian Parliament finally caught up with
the Supreme Court, when in January 2003, it
approved the Freedom of Information Act®. The
Act isyet to be effected.

The Act provides that all Indian citizens can
request information from public authoritiesand
are entitled to a response within 30 days or 48
hoursif it concerns danger to a person’slife or

liberty.

Mandatory exemptions included are for
information that would harm national security,
public safety and order, centre-state relations,
Cabinet Papers, trade or commercial interests
and breach of Parliamentary privileges. The
information can bereleased if itisover 25 years
old. There are some discretionary exemptions.

One can appeal within the public authority if
information iswithheld, while a second appeal
lies to the central or state Government and
thereafter to the High Court or Supreme Court.
Public authoritieswill berequired to proactively
publish certain categories of information and
have public information officers. The
Department of Personnel and Training will
implement the Act.

The Public Records Act, 1993 provides that
archives can only be accessed after 30 years.
The Official Secrets Act, 1923 prohibits the
unauthorized disclosure of information.

A number of States have Right to Information
Actsbut the national law will prevail.

Japan

Like the United Kingdom and USA, advocacy
for freedom of information legislation took
about 20 years to bear fruit. In May 1999 the
law on Access to Information held by
Administrative Organs was passed. The law
went into effect in April 2001. It allows any
individual or company to request documents
held by administrative agencies. Agencies must
respond within 30 days.

It has six categories of exemptionswhich cover
the usual exempt information. Appeals on

withholding of information
arereferred by the agency
involved to the
Information Disclosure
Review Board, which isa
Committeein the Office of
the Prime Minister. Since
its enactment, the requests
for information made have
been quite high.

Thelaw hasprovisionsfor
whistleblowersonly inthe
private sector.

Zimbabwe

The Accessto Information
and Protection of Privacy
Act (AIPPA), enacted in
2002, practicaly givesthe
Government extensive
powers to control the
media and greatly curtails
freedom of expression. The
Act requires  the
registration of journalists
and media houses with the
Media and Information
Commission?®,

The Act gives any
Zimbabwean citizen or
person resident in the
country, a right to access
records held by a public
body but expressly
excludes an unregistered
media agency or foreign
government. Requests are
to be processed within 30
days.

Exemptions cover, inter
alia, Cabinet documents,
advice given to public
bodies, deliberations of
local government bodies,
client-attorney privilege,
law-enforcement
proceedings, national
security, public safety,
commercia information.
The Government can
release information to the
public on various matters
of public interest without
a request for information
having been made.

5 In his famous dictum, the late Supreme
Court Justice Louis Brandeis, stated,
“Sunshine is the best disinfectant.”

" The Constitution of the Republic of South
Africa, Act 108 of 1996. The legislation to
facilitate this right was supposed to be
enacted within three years of the coming
into force of the 1996 Constitution.

8 Act 2 of 2000

° The Commission has a National
Commissioner on Accessto |nformation

10 The Open Democracy Advice Centre and
the Centre have carried out these studies
for the Study of Violence and Reconciliation.

1 Act No. 84 of 1982

2 |n its Report to Parliament on Review of
Legislation Governing the Disclosure of
Information (2002) The Department indicate
d that about 400 statutes limit the right to
access under the FOIA

13 In November 2001, the Government
pushed forward this date to 2005 and this
may have been tied to the aftermath of
September 11.

141982[AIR] (SC) 149, p. 234.

%5 Act No. 5 of 2003

16 The registration application forces media
outlets to disclose details such as the
companies business plans, as well as the
curriculum vitae and political affiliations of
the companies’ directors

17 The Associated Newspapers of Zimbabwe
(ANZ), the company that owns the Daily
News, the country’s only independent daily,
challenged the legislation as being
unconstitutional, but the Supreme Court
ruled that because ANZ had not registered
with the Mediaand Information Commission,
it was “ operating outside the law,” and that
the court would only hear the company’s
constitutional challenge once it had
“submitted itself to thelaw” by registering.
Following the ruling, the newspaper was
shut down for operating illegally under the
provisions of AIPPA.

18 Article 19 of the ICCPR and Article 9 of
the African Charter on Human and Peopl€e’s
Rights providesfor theright to information.
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The Act has been applied to stiflethe mediawith journalists
being jailed after having been found guilty of committing
offences under the Act and others being denied
accreditation®’.

The Media and Information Commission is the oversight
body with powers to review decisions of a public agency
regarding information requests, conduct inquiries into
implementation of the Act and order documents to be
released. Appeals from decisions of the Commission can
be made to the Court.

CONSTITUTIONAL PROVISIONS

As most states in Africa are parties to the International
Covenant on Civil and Poalitical Rights (ICCPR) and the
African Charter on Human and People' s Rights (ACHPR),
infulfilling their obligations under these Covenants'é, they
have Constitutions that protect the right to information
either impliedly or expressly. However, most countries have
not facilitated the exercise of thisright by enacting freedom
of information legislation, but the Constitutional provisions
are agood starting point.

Article 20 (1) of the Zambian Constitution states: “ Except
with his own consent, no person shall be hindered in the
enjoyment of his freedom of expression, that is to say,

freedom to hold opinionswithout interference, freedom to
receiveideasand information without interference, freedom
to impart and communi cate ideas and i nformation without
interference, whether the communication be to the public
generally or to any person or classof persons, and freedom
of interference with his correspondence.”

Article 37 of the Constitution of Malawi states: “ Subject
toany Act of Parliament, every person shall havetheright
of accessto al information held by the State or any of its
organs at any level of Government in so far as such
information isrequired for the exercise of hisrights.”

Thearticle'sefficacy islimited by thefact that it is subject
to athreshold test and to any Act of Parliament.

From this comparative analysis, it is obvious that Kenya
has a variety of models of FOI laws to borrow from and
taking into account our unique legal, political and social
development, we should be able to have an effective FOI
law that will play amajor rolein facilitating the country’s
development.

Grace Wakio is the Programme Officer- Palicy,
Advocacy and Resear ch Programmeat theK enya

Section of thel nter national Commission of Jurists

THE CHALLENGE

OF

IMPLEMENTATION:

HARMONISING INFORMATION SUPPLY AND DEMAND

by Charmaine Rodrigues

“ Effective implementation is a two-way deal: between the holders of information (government or the private
sector) and the requesters (citizens and civil society organisations). Recognising that thereisa dual responsibility
helps us understand the nature of the challenge and contributes to the design of viable solutions’

Richard Calland, Open Democr acy Advice Centre South Africa, 2003

n the heyday of the 1990s, when national democratic

movements swept across the world and good governance
and transparency were the catch-cries of many new
governments, right to information legislation was seen asa
key step towards entrenching open government in practice.
With the hindsight of years however, experience around the
world has demonstrated that the passage of a good access
law is merely the first step on what isusually avery long —
and too often, winding — road towards effective
implementation. Faltering political will, bureaucratic
resistance, poor infrastructure and information systemsoften
combineto cause supply blockages, while demand from the
public is often limited to elites in the community with the
practical benefits of access bypassing the common person.

At the outset of the law-making process, civil society needs
to be fully aware of the many challenges implementation
poses — so that strategies can be developed to tackle them
head on. Legislation should include strong provisions
designed specifically to support implementation. Targeted
action plans then need to be drawn up which specifically
identify likely problems and attempt to address them pre-
emptively. With Kenyaon the brink of taking up theissue of

right to information in earnest, thisarticle seeksto discuss
some of the implementation issues common to many of
the right to information campaigns and some of the
strategiesthat have been devel oped for dealing with them.

Strong Political Will and L eader ship
It is obvious but important to recognise that an access to
information regime will only be fully effective if thereis
strong political leadership leading the charge towards open
government. Thus, in countrieswhere leadership hasbeen
strong, great strides can often be taken within avery short
timein terms of implementation. In Mexico for example,
where the President appears to have taken a strong and
committed stance on open government, al reportsindicate
that implementation has exceeded all expectations.
Approximately 27,000 applications were received in the
first six monthsthe Act wasin force and almost 24,000 of
thesewere disposed of. Conversely, in Pakistan it hastaken
more than 18 months just to promulgate rules in support
of what is anyway a very weak Freedom of Information
Ordinance, whilein Indiaruleshave still not been notified
though the Act was passed in December 2002.

¥ pg 13

®




Issue 59

...Harmonizing information supply and demand

Cont’d from pg 12

There are no simple solutionsto the problem of political will.
But at thevery least, the civil society needsto be aware of the
issue so that it can exploit political opportunities when they
arise. Thus, if there is asingle minister or senior bureaucrat
who is supportive of openness, they need to be targeted and
supportedintheir efforts. Likewise, the mediacan be auseful
tool for maintaining pressure on the government after the law
has been passed. The key is to remain vigilant and not to
allow the leadership off the hook once legislation has been
enacted.

guidelines and policies will likely need to be developed to
provide practical guidanceto officialson how to implement
the law’s provisions in practice. In England and Scotland,
which are currently preparing for implementation in 2005,
most of these papers have been developed by the newly
established Information Commissioners. For example,
guidance notes have been prepared explaining how to apply
exemption clauses, a code has been developed to provide
direction on records management and model publications

schemes have been designed.

Over coming Bureaucr atic Resistance
Even where there is political will,
breaking down bureaucratic resistance
can take time. As the Canadian
Information Commissioner has noted,

... an access to information regime
will only befully effectiveif thereis
strong political leadership leading
thechargetowardsopen government

Morespecifically, considerable
preparation will likely be
needed to ensure that the
proactive disclosure clausesin
any access law are properly

more than twenty years after the

enactment of Canada's Access to Information Act, “there
remainsadeep nostalgiain the bureaucracy for the dayswhen
officialscontrolled information and the spin of the message”?.
Bureaucrats often resent opening themselves up to scrutiny,
believing that they serve not the public, but the government.
Considering that these officials are responsible not only for
releasing information, but also for collecting and managing it
inthefirst place, it isimportant to overcomethisresistanceto
avoid the subtle undermining of accesslegislation in practice.

At the outset, public service rules and regulations as well as
any Official Secrets Act covering government officials need
to bereviewed to ensure that they reflect the new commitment
to transparency and accountability. There is no use having
one law that promotes openness and another that entrenches
secrecy. Even if the access law specifically states that it will
override inconsistent laws, officials may understandably
remain wary about disclosing information while the secrecy
laws—and their often draconian penalty provisions—are still
in the books.

Training isalso auseful method for breaking down resistance
and re-engineering the mindset of the bureaucracy. Right to
information, although a simple concept at its core, can be
complex toimplement, such that training isimportant to ensure
that officialsare clear on what their dutiesare and are confident
of discharging their obligations effectively. Training can
incul cate new norms of openness and to teach officials about
how the new law works and what they can do to support its
implementation. For example, officiadsmay needto bere-trained
on how to properly keep records and maintain afile. Training
can also provide akey opportunity to reassure bureaucrats of
the government’s commitment to openness and to make sure
they understand that they will not be penalised for disclosing
information to the public.

Overhauling Systemsand Structures

As bureaucratic norms are being re-engineered, bureaucratic
policies, systems and structures will also likely need to be
reviewed and overhauled. Thus, although the law provides
the overarching framework for providing access, supporting

implemented. Collating the
required information and ensuring it isin aform that can be
easily disseminated will take time. Use of the internet can
be an effective tool in this context, but if information and
community technologiesareto be effectively utilised, proper
planning will need to take place. Likewise, record-keeping,
records management and archiving processes will need to
be reviewed and overhaul ed where necessary. Information
cannot be provided if it cannot be found and/or accessed
in a timely manner. Although this work will result in
efficiency/cost savingsin thelong-term, intheinitial stages
it will require considerable inputs of time and money. This
observation draws attention to another practical
manifestation of lack of political will — under-resourcing.
Shortage of funds can pose a serious problem for
implementing agencies, which will need to be proactivein
lobbying for additional funds from government at least in
theinitial years when systems are overhauled.

Widespread Public Education

Even where the so-called “ supply side” of the information
equation functions adequately, an access regime will make
few inroads into government accountability and
transparency if the public do not exercise their rights and
“demand” information. The value of the law is in its
utilisation to scrutinise and oversee government and expose
mismanagement and corruption. Experience has shown that,
for right to information legislation to be effectively utilised,
it needs to be respected and ‘owned’ by both the
government and the public. Public ownership of thelaw is
most likely where legislation has been developed
participatorily and the public are aware of the law and its
benefits during the law-making process, as well as
afterwards.

More concretely, in recognition of theimportance of active
public engagement with the law, new access laws are
increasingly including specific legislative provisionswhich
place responsibility for public education on a government
body. Thus, in South Africa, the National Human Rights
Commission has the duty “to the extent that financial and

&~ pg 14

®




—_— =

... Harmonizing information supply and demand

Cont’d from pg 13

other resources are available [to] develop and conduct
educational programmes to advance the understanding of
the public, in particular of disadvantaged communities, of
thisAct and of how to exercise the rights contemplated in
this Act”.

In the same vein, in Trinidad & Tobago the newly formed
Government Accessto I nformation Unit hasbeen very active
in undertaking public education programmes on the new
law, including maintaining a dedicated FOI website,
distributing more than 200,000 brochures to national
households by post, producing radio and television features,
and newspaper ads on the Act.

Independent Monitoring & Sanctions

With habits of secrecy often so deeply entrenched,
implementation should be monitored by an independent
body, which can evaluate the performance of agenciesunder
the Act and has the power to impose sanctions for poor
performance and/or non-compliance. Access laws are
increasingly including specific provisionsrequiring regular
monitoring and reporting to Parliament. The most effective
way isto place monitoring responsibilities on an impartial
body such asan Information Commissioner, National Human
Rights Commission or Ombudsman.

In Canada, the Information Commissioner’sAnnual Reports
to Parliament are highly regarded and contain detailed
analysis regarding implementation as well as
recommendations for improvements. The Information
Commissioner is even credited with introducing a novel
“report card” system designed specifically to measure the
performance of specific departments.

While monitoring and reporting can be useful deterrentsin
terms of non-compliance by agencies, sanctionsare an even
stronger, more effective mechanism for encouraging effective
implementation of thelaw. In thiscontext, thefirst stepisto
ensure that proper penalty provisions are included in the
law. The second step though, is to ensure that they are
actually utilised. This has been an issuein Indiawhere, for
example, in the State of Maharashtra, although individual
fines can be imposed on officers for unreasonable delay, it
appears that the sanctions provisions have been used only
a handful of times. Directives have now been issues by
senior bureaucrats instructing officials to impose the fines
strictly.

ActiveNGOs

Civil society can, and often has, played an active role in
supporting — and sometimes supplementing — the
awareness-raising, training and monitoring activities of
government bodies. While some might consider NGO
involvement in implementation a symbol of government
failure, infact, government-civil society partnershipsat the
implementation stage can be an effective means of reducing
the threat perspectives many officials have towards NGO
activists. In South Africa, the Open Democracy Advice
Centre has been very active in promoting the law, both to
the public and within the bureaucracy. Likewise, in some

Indian states, civil society activists have been invited to
participate in government training courses to provide
officialswith amore realistic understanding of the needs of
the public. Commonly, NGOs have also undertaken public
education activities, either specifically or in support of other
subject specific training (e.g. health records and theright to

information).

NGOs have also been activein utilising the law strategically.
At themost basic level, many NGOs havetaken theinitiative
to submit requests exposing corruption in the early days of
an Act so that the information can then be publicised by the
media and public attention drawn to the usefulness of the
new law. Other NGOs have submitted applications asameans
of conducting an“implementation audit”. Thus, inthe State
of Karnataka in India, CHRI and another NGO organised
volunteers to submit applications and track the responses
from government. Thisinformation wasthen used to analyse
how well government agencies were discharging their
obligations under the Act and provided a strong base from
which to encourage the Karnataka Government to put more
effort into implementing the law more effectively.

In anovel approach, some NGOs have also used litigation
asameansof improving theenvironment for ordinary people
to access information. Thus in Bulgaria and South Africa,
NGOshave engagedinlitigationto clarify ambiguitiesin the
law and ensure that government agencies are kept to account
and not simply allowed tointerpret thelaw at will. NGOsfill
an important role in this context, particularly in countries
which have no other independent appeal mechanism
available other than the courts, because ordinary people
can usually not afford to run such test cases.

Implementation of right to information laws is an ongoing
challenge for civil society and the public. A good law isan
important start, but experience has shown even once
legislation is passed, politicians and officials can work to
underminethe effectiveness of thelaw. Thusitisparticularly
notable that experience in jurisdictions with laws on the
books for some time has shown that even where laws were
enacted with much fanfare and a genuine commitment to
openness, over time governments have grown frustrated
with public oversight. Consequently, they have come to
resent having their dirty laundry aired, such that they have
begun to surreptitiously but deliberately pass amendments
and impose policy guidelines narrowing the scope of the
law. Thisisastark warning which civil society and the public
need to take heed of —without constant vigilance, laws can
be ignored and over time they can be watered down. We
need to bealert and remain active, or our right toinformation
may become nothing more than a paper tiger.

'Reid, J. (2003)

Annual Report: Information Commissioner 2002-2003

, Ministry of Public Worksand Government Services, Canada,
p.12.
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GLOBAL CORRUPTION NEWS

ANTI-CORRUPTION CAMPAIGN LAUNCHED IN ROMANIA

Transparency International has started acampaign
agang corruptionin Romaniaunder thed ogan“ don't
bribel”

Launched together with other NGOs and the EU, the
campaignmainly targetstheyoung andispublicisedviaa
TV programme and webpage a ong with various shows
in13townsin Romania

The organisers are producing |eafl ets and fil es about
corruptioninthe country setting out what abribeisand
assessing itsimpact on society.

The campaign will aso show how much of household
budgetsgo on small everyday bribes.

Themoney comesfromthe EU programme, PHARE.

One of the main aimsisto explain that bribes are an
unnecessary sumof money givento employeesinpublic
administrationswho areaready paid viataxespaid by
Romaniancitizens.

Some of the organiserssay that theaim of the campaign
isto provethat taking abribeisstealing.

Corruption —thebigfish
Corruptiontouchesall level sof society in Romaniaand
isoneof the outstanding problemsthe country still faces

asit preparesitsalf for EU membership - setto be
in2007.

TheEU bringstheissueupindl talkswith Romania
Corruption was also the subject of avery critical
report by the European Parliament earlier thisyear,
which called into question Bucharest’s ability to
achievether stated god of joining the EU by 2007.

Enlargement EU commissioner Glinter Verheugen
said twicethisyear already that Romaniashould
attack the big problem of corruption - “thebig fish”
asheputit.

Romaniahad already devel oped anational anti-
corruption plan mainly targeting small-time
corruption.

However, thegovernment’ sstrategy hasbeen shown
by Transparency Internationa Romanianot to have
beenvery efficient - particularly regarding political
corruption.

Inastudy published thisyear by the organisation, it
explained that many of the decisions put on paper
have not yet beenimplemented, |eaving Romania
still among themost corrupt countriesintheworld.

EUobserver.com, 09 August 2004

ANTI-CORRUPTION ACADEMY OPERATIONAL BY NEXT YEAR

UTRAJAYA (Malaysia), Aug 9 (Bernama) — Anti-
PCorruption Agency (ACA) Director-General Datuk
Zulkifli Mat Noor said the RM17 million Anti-Corruption
Academy at Jalan Duta, Kuala Lumpur, would be
operational by the middle of next year.

He said efforts were being made to upgrade and repair the
structure of the complex building which was the ACA
Headquarters' old building.

“When it (the academy) iscompleted and operational, it will be
thefirst of itskind to have been built inthe Asia Pacific region,”
he said at his office here today.

The proposal for the establishment of the Anti-Corruption
Academy and the approved financial allocation from the
government was announced by the Prime Minister Datuk Seri
Abdullah Ahmad Badawi in November last year.

Healso said ACA had received many positive feedbacks from

foreign countries, especially the anti-corruption agencies
on the idea of setting up the academy.

“Many countries areinterested in the idea of setting up the
academy. In the ADB-OECD Anti-Corruption Initiative
Steering Committee Meeting in Manilathat | attended on
July 5 and 6 recently, | proposed theideaand it was agreed
upon by the participants,” he said.

He said the participants comprised anti-corruption agency
heads from 23 countries and representatives from world
bodies such as the World Bank, US Aid, Transparency
International and Pacific Basin Consultative Council.

“They also agreed that Malaysiawas eligible to be chosen
as the anti-corruption initiative development centre in the

region,” he said.

Malaysian National News Agency ,
09 August 2004
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Upcoming Events

17-10 August: United NationsYouth Summit
Organizers: Friendship Ambassadors Foundation
Venue: UN, HQ, New York City U.S A

Website: www.faf.org

Email: friendlyam@faf.org;

22-28 August: Thefirst African International Youth Summel
Camp

Venue: Lake BogoriaResort, Rift-Valley, Kenya

Phone: 00-254 7 2284 8475

Website: http://www.younginfluencers.com

Email: summercampkenya@yahoo.com

Think about it...

Corruption isworse than prostitution. The latter might
endanger the morals of an individual, the former invariably
endangers the morals of the entire country.

Karl Kraus

On a lighter note

A young businessman had just started his own firm. He'd
rented a beautiful office and had it furnished with antiques.
Sitting there, he saw aman comeinto the outer office. Wishing
to appear busy, the businessman picked up the phone and
started to pretend he had a big deal working. He threw huge
figures around and made giant commitments. Finally, he hung
up and asked the visitor, “Can | help you?’ The man said,

“Sure. I’ve cometo install the phone!”

—.—

READERS' FORUM

———

read the sixteen-page Issue of Adili 58 on Freedom of
Information. | don’t know any of the authorsin person but |
will offer afew criticisms.

First of al, thearticlesare, without exception, ‘ high-sounding’
(asopposed to ‘ down-to-earth’) and aretightly wrapped in NGO-
politically-correct vocabulary and mindset. Thismakesthem lack
an authentic touch and realism. There is the old, artificial
construction of acountry asbeing divided between the state and
itscitizens, with the former overseeing and perpetuating corrupt
practicesand playing puppeteer and the latter fitting the mold of
the hapless, dispossessed puppet, a sitting duck for mealy-
mouthed, manipul ative demagoguesin the monalithic state.

Thisisan outdated and simplistic concept because K enyatoday,
isdivided between therich and the poor. A richindividual hasas
much clout and access to the government machinery as a
government minister - the‘two states' thusare not divided along
theold quasi-Marxist structure. Eventheoldtribal divisionsare
being overrun by the ever-growing insuperabl e gap between the
rich and the poor. It's precisely because of this (rich-poor
dichotomy) that Kibaki sees Nyachae asan ally asthey rush past
an embittered Koigi.

From thisalone, oneinfersthat the authorsare out of touch with
theKenyan reality and are still examining Kenyathrough theold,
textbook dichotomy of state/citizenry.

Toillustrate what | mean, Andrew Bauer writes: “ Often the State
isdishonest, deceptive, closed, insincere and arrogant, believing
itself to be greater than thoseit is meant to serve... result of this
view hasbeen lack of accountability, policiesthat favour politicians
over people, general feeling of powerlessness, and unresponsive
government”

It reads more like a concept paper, than a paper on Information
Secrecy and MediaRolein Kenya, becauseit’slacking in specific
examples of information secrecy in Kenya. This hands-off
approach makestheideas abstract and not generic to the Kenyan
situation even though they have been dressed to look likethey are

addressing the Kenyan situation. Pleonastic phraseslike* Parliament
in Nairobi’ (as if there is a Parliament anywhere else in
Kenya) bespeak theartificiality of aforeign mind asessinga Kenyan
situation.

Infact, | daresay that another writer in an NGO outfit out to impress
his bosses can pick up one of the articles, cut ‘Kenya and paste
‘Nigeria . Cut‘Kibaki’ and paste‘ Obasanjo’ and voilal anintellectual
takeon corruptionin Nigeria.

One cannot be blamed for thinking that none of the authorslivein
Kenya- eventhough onewould assumeotherwisefromtheir articles.
The bulk of the material is‘boardroom and conference’ material
given the cornflake touch and NGO-speak. They are more like
sensitization articles for prospective financers of the causesthey
so eloquently articulate. They make general argumentsof hackneyed
state practicesthat have been criticized to death over the ages.

What do | suggest? First of all, it's mind-numbing to criticize the
government for hiding information on itscorrupt practices - unless
we are assuming that those in the government are bone from the
neck up. It'sineffectual to articulate what they are articulating from
thefringe (or the confinesof their el egant officesand polished desks),
how the government is secretive about information. The
government even hasalaw about official secretsfor Christ’s sake!
Thisisalegitimization of secrecy.

What T1 and like-minded organizationsneed to dois (1) Abandon
the elitist, conference outlook and over-articulation and adopt a
man-on-the-ground look. Have officesin therura areas, talk to the
toothlessfarmersin Makueni and so on, not only to professorsin
USIU who at best, try to map Kenyato textbook motifs. (2) Tieup
with donor communitieslike IMF and the UK to put aseriousand
focused squeeze on the government on specificinformation practices.
(3) Find ways of involving ordinary people by simplifying their
abstract conceptualizations and adopting a hands-on, practical
approach.

(4) Have in their possession specific bills they are proposing for
passing in parliament and meaningfully and actively engage the
Members of Parliament to that end.
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