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Introduction

1. The Freedom of Information Act does not have a requirement to produce statistics of the
number or type of requests received or to keep a log of requests received.  The Act does,
however, require the Secretary of State to issue a Code of Practice under section 45 of the
Act providing guidance on good practice for public authorities in exercising their functions
under Part I of the Act.  The Information Commissioner has duties under section 47 which
include the promotion of observance by public authorities of the section 45 Code and other
good practice.

2. This paper addresses some of the issues raised by the issue of managing and monitoring
requests for information.  Firstly, it assumes that some form of collation of data on freedom
of information requests will be required by Ministers and Parliament to determine the
effectiveness of the Act and how well it is operating.  Secondly, it assumes that government
departments will need to do some form of monitoring to trace and manage the individual
requests it receives.

3. The paper reviews the existing monitoring of requests carried out by government
departments.  It then looks at the issues monitoring raises, drawing on research into what
systems government departments already have and are looking to develop, and those used in
other jurisdictions.  Finally, it examines what specifications a monitoring system could have
and the role of the Department for Constitutional Affairs could have in assisting government
departments to develop monitoring systems.

4. However, as there is no statutory requirement to procure and operate a monitoring system,
and doing so will remain a matter of choice for public authorities, this paper concentrates on
the situation in central government departments.  It would be the intention, however, that
any work would be flexible enough to be applicable to the wider sectors of public authorities
covered by the Act.

The Existing Experience of Central Government in Monitoring Requests for Information

5. The issues of monitoring requests, both to produce statistical data and to manage the process
of dealing with requests is not a new area for central government.

6. Central government has been operating a non-statutory access regime comparable to the
Freedom of Information Act since 1994 in the form of the Code of Practice on Access to



Government Information.  Central government departments, agencies and associated public
authorities covered by the Code have been required to provide the department with overall
responsibility for the Code with statistical information relating to the way in which the Code
of Practice has been operated within these bodies, details of their openness contact, their
internal review procedures, charging schemes and information proactively made available.
Together with the details of the complaints investigated by the Parliamentary Commissioner
for Administration (the Ombudsman) these are published in an annual report.  This has
revealed that over time the number of requests has increased, the majority of requests are
dealt with within the target time for response of twenty working days, and the number of
cases where the requester complains that information is withheld, resulting in internal review
and possible investigation by the Parliamentary Ombudsman.

7. Central government also has experience of logging and tracking requests for information,
whether these are dealt with as part of a correspondence management system, or the systems
in place to deal with Ministers Cases, Parliamentary Questions, subject access requests under
the Data Protection Act 1998, requests under the Code of Practice or requests under the
Environmental Information Regulations 1992.  Details of the specific systems government
departments are currently using are described in the report at Annex A, which results from a
questionnaire sent to government departments earlier in the summer.

Key Monitoring Issues raised by the Freedom of Information Act

8. In considering monitoring of requests for information once the Freedom of Information Act
comes into force, three main issues are raised:

i. What data should be collected for the purposes of reporting on the effectiveness of
the Act?

ii. For the purposes of monitoring, what is a request under the Freedom of Information
Act?

iii. What are the best systems for monitoring requests, both for internal monitoring
within central government departments, and monitoring of overall effectiveness of
the Act?

What data should be collected for the purposes of monitoring and reporting on the
effectiveness of the Act?

9. It is unlikely that for central government it will be acceptable for less information to be
collected and reported on than that already collected for inclusion in the annual Code of
Practice Monitoring Report.  However, while the Monitoring Report gives data on
correspondence volumes, the definition of what is counted as a Code request for monitoring
purposes means that there are limitations as to its usefulness in providing a wholly accurate
picture of compliance with the Code.  Monitoring of the FOI Act would probably need to
give a better picture of disclosures in proportion to refusals and of partial disclosures.

10. As departments are already beginning to look at developing monitoring systems, they will
also need to be informed fairly quickly what the monitoring requirements will be so that they
can incorporate reporting functions for these criteria within their systems.  Departments will
also need to consider the types of systems they will need to develop for handling requests for
information, or the changes they will need to incorporate into their existing systems, in
accordance with their business needs.  Some may already have systems in place for tracking
most request for information, whereas for others most of their business involves dealing
with requests for information and they have decided that it would be impractical to monitor,
for example, every item of correspondence.



What is a request under the Freedom of Information Act for the purposes of monitoring?

11. Any request for information made to a public authority covered by the Freedom of
Information Act 2000 falls within the scope of the Act as long as it is made in writing.  It
does not have to mention the Freedom of Information Act.  Therefore, much of the day to
day requests that form part of the normal business of a public authority and which they had
previously released without a thought will technically become requests under section 1 of the
Freedom of Information Act.

12. However, this is again not a new situation for central government. Like the FOI Act, the
Code does not require the requesters to mention it when making a request for information.
However, for the purposes of the annual monitoring report, a request under the Code of
Practice is defined as one which:

� Specifically mentions the code;
� For which a charge or standard fee is paid; or
� Is refused under one or more of the Code exemptions.

13. The monitoring report also gives an estimate of correspondence volumes, normally by
estimating the numbers of ‘Treat Official’ correspondence, Ministers Cases and
Parliamentary Questions, although this does not provide an accurate assessment of requests
for information as not all will be requesting information.

14. Depending on the conclusions of point (i) in paragraph 14 above, a working definition of
what requests are being included for the purposes of monitoring will need to be determined.

What would an IT Monitoring System needs to include?

15. Most government departments already use an IT system to monitor requests for
information, including correspondence monitoring systems and systems to monitor requests
under existing access regimes.  They are also working towards a deadline of December 2004
to implement electronic records management, and are at present procuring electronic records
management (ERM) systems, testing and piloting them.

16. Research has been carried out into the systems government departments already have in
place for monitoring requests for information and their plans for developing IT monitoring
systems.  The results of the questionnaires sent to government departments are analysed in
the report “Departmental Questionnaire on Systems for Monitoring and Managing Requests
for Information” attached at Annex A.

17. Research has also been commissioned into the IT systems used in other jurisdictions.  The
results of this are summarised in the “Management of Freedom of Information Requests in
Other Jurisdictions” by Plotnikoff and Woolfson attached at Annex B.

18. The following assessment of the key features to consider including in an IT monitoring
system is based on this research.

19. The issues discussed so far in this report mean that two different approaches to IT
monitoring systems could be taken by government departments.  An all-encompassing
enquiry system could be designed to deal with all requests for information that are received
by a public authority, whether under a specific access regime or as part of the day to day
business of the authority.  It could, however, require only detailed data entry for requests



where the authority has to give more detailed consideration to the request, for example
whether an exemption applied.  This would prevent a system becoming burdensome, and
take account that a system has to be user-friendly to ensure that data is input by front line
staff.

20. An alternative would be for government departments to use a more restricted system which
only logged requests for information that came within a definition similar to that currently
used to define Code of Practice requests for the annual monitoring report (see above).

21. It is possible that the system could also be linked to records management software, so
departments could build up knowledge of what had already been released, such as through
an e-reading room or disclosure log.

22. The facility to calculate fees automatically should be included, although it would have to be
capable of being amended if there were changes to the fees regulations.

23. Many systems already generate correspondence, and the systems could be capable of
generating far more than just acknowledgement letters; for example basic decision letters,
management reports on numbers of requests and where processing bottlenecks are occurring
in the authority, incorporating scanned documents released to keep a record of everything
sent out and redacting documents.

24. There could also be the potential to anonymise an individual requester’s information to the
majority of officials involved when dealing with requests that need to be properly managed,
for example so that a person is not treated differently because they are known to be a
journalist or opposition MP.

25. It would be important that a system records each stage of the process of dealing with a
complex request accurately so that a record is available should a decision be appealed.  This
includes the need to ensure that data could only be entered and amended by those who it
would be appropriate to do so (which may differ for different stages of the process).  It
should not be possible to make changes retrospectively that would alter the evidence of how
a request had been dealt with, for example if it is initially identified as a freedom of
information request but later it becomes apparent that it should be dealt with under the
Environmental Information Regulations.  A system should also be able to cope with
complex requests that incorporate elements of data protection, freedom of information and
environmental information regulations.

26. It could improve relations with the requester and ease the administrative burden if the
system allowed a requester to track the progress of their request online.

27. Designing such a system may require a fresh look at the procedures for dealing with requests
to ensure they are the best possible ones, and the department will not become tied to
following its existing procedures once an IT system is in place.

How can the Department for Constitutional Affairs assist Government Departments with
monitoring requests under the Freedom of Information Act?

28. The Plotnikoff and Woolfson report highlights the importance of effective management of
emails to ensure that requests can be dealt with quickly and accurately.  Guidance in this area
is currently being produced by the National Archives and we would want to keep this in
mind as we developed the work on systems for processing and monitoring requests.



29. The report “Departmental Questionnaire on Systems for Monitoring and Managing Requests
for Information” concludes there does seem to be a role for the DCA in i) determining what
data should be collected by central government departments for the purposes of central
monitoring the effectiveness of the Act; ii) determining what a request under the Freedom of
Information Act for the purposes of monitoring; and iii) assisting departments in developing
IT systems for monitoring and managing requests.

30. The Department for Constitutional Affairs will be setting up a sub-group of the cross
Whitehall Freedom of Information Practitioners Group to consider these three issues.  In
relation to the latter, there are a numbers of ways that DCA could procedure on assisting
departments in developing IT systems for monitoring and managing requests.

31. DCA could provide guidance to departments to assist them in developing specification of IT
systems and act as a focus point to ensure experiences are shared between departments and
experiences are leant from.  Sharing the research to date enclosed with the report would be
an important initial stage in this.  This would allow departments to develop systems that
match their own needs and in their own way.  However, it may be that those departments
who have the resources and inclination to pursue this route have already begun, and those
who have not already begun looking into this area would be unlikely to pursue it further if
only basic guidance was offered.  It would also be uncertain whether guidance could be
specific yet still be relevant to the diverse size and business purposes of authorities.

32. DCA could produce a user requirements specification for an IT system and publish it to
stimulate the software market to respond.  This specification could be formally agreed by all
departments, or determined by DCA following consultation with departments.  This,
however, would not solve the resource difficulties departments might face.

33. DCA could commission a software developer to write the code for a product for use across
central government.  This could be open source, allowing other sectors access to it and to
develop it further so it more closely reflected their specific needs.  It would also allow DCA
to issue patches should there be changes to the Act, for example to fees regulations, and
potentially ease the administrative burden of collecting monitoring data if all departments
systems were compatible.  A number of departments and other public authorities have raised
the issue of the lack of resources to properly develop their own system and this would be
one way of reducing this problem, although it would also have resource implications for
DCA.  It may also be problematic for those departments who have made much progress in
developing their own systems.  Government departments have a multitude of different IT
systems already and in development, for example for correspondence management and
ERM, and it may be difficult for a system produced by DCA to be compatible with all of
these other systems and fit the many different shapes and sizes that government departments
come in.

Questions for the Advisory Group

� What criteria do members suggest for requests for information which should be counted for
monitoring purposes?

� Which of the suggested approaches for DCA assisting government departments in
developing monitoring systems do members of the Advisory Group favour?

� How could the work DCA is co-ordinating assist other sectors?



ANNEX A

Departmental Questionnaire on Systems for Monitoring and Managing
Requests for Information

Summary of responses

1. In July 2003, a questionnaire was sent from the Information Rights Division of the
Department for Constitutional Affairs to all members of the cross Whitehall Freedom of
Information Practitioners Group.  The questionnaire asked about the current systems
they have in place for monitoring and managing requests for information, both relating
to correspondence and the data protection, environmental information and open
government code access regimes.  It also asked what future plans they had for
developing their existing systems or developing a new system to monitor requests for
information under the Freedom of Information Act.  Twenty eight responses were
received.

2. In addition to the issues highlighted below, the questionnaire highlighted that some
people were unaware of what the e-GIF and EGMP standards were, or were uncertain
whether their current systems complied.  A number of issues were also identified in the
other comments section.  There was a need for DCA to provide a definition of a
freedom of information request for monitoring purposes and for the data that would be
required for monitoring purposes to be specified early on to enable systems to be
developed with that in mind.  Some departments identified the importance of a central
specification from DCA in their planning process, although one felt it would be
unhelpful.  There were requests for DCA to specify what assistance it would be
providing and when, and to produce it as early as possible.  There was also an
acknowledgement that systems needed to be user-friendly to ensure that they were
used and take account that anyone in an organisation could receive a request.

Departments developing systems

3. The following departments are in the process of developing systems:

� Ministry of Defence: decentralised tool kit being prepared.  A market survey of off the
shelf products is underway and user requirement documents are being constructed.

� Department of Health: currently developing a bespoke system for monitoring all
correspondence and FOI requests centrally

� Foreign and Commonwealth Office: Worldwide database to allow local entry at remote
sites of requests for information and data protection requests by Open Government
Liaison Officers so they can be monitored centrally.

� HM Treasury: A draft project initiation document has been prepared for a FOI case
tracking system.  Aiming to implement in January 2004 for Open Government Code.

4. The following departments stated that they were in the process of, or have completed
an analysis of their requirements for systems to monitor FOI requests:

5. In the process of (expected completion date)
� Crown Prosecution Service
� DEFRA (August)
� HM Treasury
� Ministry of Defence



Completed
� Department for Health
� The National Archives

Correspondence Management Systems and Electronic Records Management
Systems

6. A key question being considered by many departments is whether to add functionality
to monitor FOI requests to a correspondence tracking system or to their EDRM
systems, many of which are in the process of being developed.

7. A number of departments processed requests for information under the Open
Government Code, Data Protection Act and Environmental Information Regulations as
they would any other items of correspondence, and some even used the same target
date as correspondence of 15 working days rather than the maximums specified under
each regime.

Structure for handling requests

8. The majority of departments were intending to operate a combination of local and
centralised structures.  Many were training local information managers to support
business areas with a central unit to monitor and track cases, offer advice, guidance,
awareness training and deal with difficult cases.  The Ministry of Defence had the most
decentralised proposed structure, while other departments, often the smaller ones,
intended that a central unit would deal with all requests.  Some departments would be
making use of existing enquiry line or information service facilities.

Existing systems of interest

9. The Department for International Development currently has a system for monitoring
code requests only, and intends to continue to use it with very little amendment.

10. The Treasury currently has an correspondence monitoring systems that deals with all
stages of the process electronically, including holding files, automatic generation of
reminders and submitting responses.  It is also linked electronically to the systems at
the Inland Revenue and Customs and Excise so that Treasury can run management
reports on their data.

11. Parliament is currently implementing a completely new system for information
management independently of their plan for monitoring FOI requests.  The specification
is being finalised this summer for implementation in autumn 2004.

Correspondence Handling Systems

12. Eight departments identified that they currently use a bespoke correspondence system,
one of which was part of the registry system, while four use an off the shelf
correspondence system (including MS Access).  Five departments use a basic word
table or excel spreadsheet.  Another five departments have a paper based
correspondence handling system or did not have a system.  Nine departments
described their system as being centralised, while five described their system as



localised.  The level of centralisation varied from one department where all
correspondence not marked private or confidential was opened centrally to a couple
where all correspondence handling took place at a local level.  The majority seemed to
either use the same central system to log requests or logged correspondence that
arrived at a central point with some local monitoring of correspondence received
locally.  Some departments were aware that they had a large number of different local
systems or used more than one system that were not compatible with each other.

Plans for developing monitoring systems

13. Three departments will be developing a new bespoke correspondence system,
although only one of these has decided to definitely include FOI monitoring functionality
within this.  Another three departments intend to adapt their existing bespoke
correspondence scheme to include FOI monitoring functionality.  At least two EDRM
systems that departments are developing are stated as having the potential to include
FOI monitoring functionality, although no departments to date have stated that they will
definitely be using their EDRM system to monitor FOI requests.  It is not certain
whether this is because EDRM systems have mostly already been developed, or
whether it is because they have not yet been rolled out so it is no clear whether adding
in FOI monitoring functionality would be effective.  As many departments have not yet
begun work or are still looking at the best way to proceed, it will be interesting to see
whether any departments chose this option.

14. Seven departments are looking at developing an FOI request monitoring system that is
not related to a correspondence tracking system or an EDRM system.  Two
departments will be using their existing Open Government Code monitoring systems.
Two departments envisage a small number of requests, so their existing paper based
or Word table based systems will be retained.  Four departments are currently looking
at their systems and requirements for the future, while seven departments have carried
out no work in this area to date.

Conclusions

15. The questionnaire responses have identified that there is an urgent need for the
Department for Constitutional Affairs to specify the data it will ask for from government
departments to monitor how effectively the Freedom of Information Act is operating.
Some departments have made much progress in developing their plans for a
monitoring system and it will be important to ensure that they do not have to make
subsequent changes to their systems which may be difficult or expensive to achieve.
Some departments are at the initial stages of developing a system, some are
assessing their requirements, while others have not yet begun.  This information will be
equally important for these departments as well.

16. There is much in the way of existing work that the Department for Constitutional Affairs
can draw on and collate so that departments can effectively learn and draw on each
others experience.  This is both in terms of assessing requirements as well as how they
are actually being implemented.

17. Many departments already have correspondence management systems, with some
looking at developing new systems, or adding in functionality or making sure their
increasing number of IT systems are compatible.  Most will be developing EDRM



systems.  These both provide opportunities to investigate how FOI monitoring
functionality could be added on to these systems.

18. As a number of departments specifically mentioned in the further comments section
that they would find a central specification from the Department for Constitutional
Affairs of assistance, and only one was against this, there appears to be some
usefulness in pursuing this area of work further.

19. Departments who responded work on a vastly different scale, from holding a very
limited amount of information which will be covered by the FOI Act and having a small
amount of correspondence, to those already using complex IT systems to track
correspondence.  A decision will need to be made as to whether they do have similar
enough requirements for one systems specification to be prepared, if it is decided to
proceed with this option.

Recommendations for further action following on from questionnaire findings

20. Work with those departments already developing systems or specifications to see
where the commonalties between the systems are and how other government
departments could learn from their experiences.

21. Develop guidance, even if in a preliminary form, as soon as possible on what
monitoring information the Department for Constitutional Affairs will ask for from
government departments to aid their planning.

22. Develop a specification for a freedom of information monitoring system that could be
used by government departments looking to develop a monitoring system.


